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Welcome

Thank you for purchasing our NVR!

This user’'s manual is designed to be a reference tool for the installation and operation of your
system.

Here you can find information about this series NVR features and functions, as well as a detailed
menu tree.

Before installation and operation please read the following safeguards and warnings carefully!



Important Safeguards and Warnings

1 . Electrical safety

All installation and operation here should conform to your local electrical safety codes.

The product must be grounded to reduce the risk of electric shock.

We assume no liability or responsibility for all the fires or electric shock caused by improper
handling or installation.

2 . Transportation security

Heavy stress, violent vibration or water splash are not allowed during transportation, storage and
installation.

3. Installation

Keep upwards. Handle with care.
Do not apply power to the NVR before completing installation.
Do not place objects on the NVR.

4 . Qualified engineers needed

All the examination and repair work should be done by the qualified service engineers.
We are not liable for any problems caused by unauthorized modifications or attempted repair.

5 . Environment

The NVR should be installed in a cool, dry place away from direct sunlight, inflammable,
explosive substances and etc.
This series product shall be transported, storage and used in the specified environments.

6. Lithium battery
Improper battery use may result in fire, explosion, or personal injury!
When replace the battery, please make sure you are using the same model!

7. Accessories

Be sure to use all the accessories recommended by manufacturer.

Before installation, please open the package and check all the components are included.
Contact your local retailer ASAP if something is broken in your package.



1 FEATURES AND SPECIFICATIONS

1.1 Overview

This series product is designed for the management, storage and applications of high definition
video data. It adopts the LINUX OS and professional customized hardware platform. It consists
of several HDDs management systems, front-end high definition device management system,
high definition analysis system, and large-capacity video storage system. It uses the high-stream
flow data network transmission technology, multiple-channel video decode and display
technology. It realizes the smart management, safe storage, fast transmission, HD decode of the
huge-capacity and multiple-channel high definition video data.

1.2 Features

This series product has the following features:

User ® Different user rights for each group, one user belongs to one group.
® The user right can not exceed the group right.
Management
Storage ® Support central server backup function in accordance with your
Function configuration and setup in alarm or schedule setting.
® Real-time respond to external alarm input as user pre-defined
activation setup.
Alarm ® Support centralized alarm server setup, alarm can auto notify the
Function user remotely; the alarm can be from the various peripheral
devices. .
® Can generate an email to notify the user when an alarm occurred.
® Transmit audio/video data from the IPC or the NVS connected to the
device to the network terminal simultaneously. Delaying time is
within 500ms (Network bandwidth support needed).
® Max supports 128 connections.
Network ® Adopt the following audio and video transmission protocol: HTTP,
: TCP, UDP, MULTICAST, RTP/RTCP and etc.
Monitor ® Support SMTP transmission for some alarm data or information.
® Support web access for WAN.
® Display system current status such as RAID information, HDD
information, network usage information, fan speed, CPU usage, CPU
temperature, memory usage, power information and etc.
® Adopts the video compression and digital process way to output
. . several-window to display in one monitor at the same compression
Window Split rate.
® Support 1/4/9/16-window mode and etc.
® Support schedule record function. Support search and playback via
Record the Web or local-end.
Backup ® Support USB record backup function. It can copy the record file to
the peripheral devices connected to the NVR via the USB port.
Network ® Realize NVR configuration and management via Ethernet.
Management | ® Support device management via web.
Peripheral ® Support peripheral equipment connection, each peripheral
; equipment control protocol and interface can be set freely.
Equipment
® Support system resource information and running status real-time
Assistant display.
Function ® Support log function.
® Support local GUI output, support shortcut operation via the mouse. .




® Support to browse video and audio of the remote IPC and NVS.

1.3 Specifications

Specifications

NVR8256DR

System

Main Processor

Industrial X86 multiple-core processor

Operation System

Embedded LINUX system

Power

Support hot swap

Fan Redundant dual ball bearing fan
MTBF>100 thousand hours
Support online replacement.
Memory 8GB Server-level
Case 1.2mm extra-thickness hot-dip galvanized steel.

High accuracy aluminum alloy slider.
Self-developed patent removable HDD bracket.

User Interface

WESB, local GUI

Network Protocol

RTP/RTCP, RTSP, UDP, HTTP, NTP, SNMP

Compression
Standard

Image
Compression
Standard

H.264, MotionJpeg,Mpeg4

Audio
Compression
Standard

G711A, MpegLayerll

Video Monitor

Image Display

1/4/8/9/16/25/36/64-window

Video Output

1-channel VGA output

2-channel HDMI output

LCD output at the front panel (For special series only.)

Support VGA/HDMI/LCD (For special series only) video
output at the same time.

Monitor Tour

Support monitor tour functions such as motion detection, and
schedule auto control.

Real-time monitor

Resolution VGA: 1280*1024, 1920*1080, 1024*768;
HDMI : 1280*1024. 1920*1080
:migriation Channel information, time information.
Color Hue, brightness, contrast, saturation and gain setup for each
Configuration channel.
Audio Input 1-chanel audio input
Audio Audio Output 1-channel audio output
Bidirectional Talk | 1-channel bidirectional talk input
HDD Amount 24 HDDs
HDD Installation Independent HDD bracket, support HDD hot swap.
Disk Array
Enclosure/Backu | eSATA port
HDD p Port
HDD Backup Support global hotspare HDD
HDD Mode One HDD/RAIDO/RAID1/RAID5

HDD Manager

Non-working HDD adopts hibernation function. It is suitable
to guarantee sound ventilation, lower power consumption
and enhance HDD life span.




Record Mode

Manual recording, motion detection recording, schedule
recording and alarm recording.

Priority: Manual recording>card number recording-> alarm
recording>motion detection recording>schedule recording.

Record Repeat
Mode

When hard disk is full, system can overwrite previous video
file.

Record Search

Various search engines such as time, type and channel.

Record and Various fast play, slow play speeds, manual frame by frame
Playback FlEVIELS Hloei playback andpre)\//erse p?ayymgde.
Various File Can switch to previous or next file or any file in current play
Switch Ways list.
Can switch to file on other channel of the same time. (If there
is afile)
Support file continuous play, when a file is end system auto
plays the next file in the current channel
lgﬂlgggggfnnel Support 64-channel D1 playback at the same time.
HDD backup. Redundancy HDD backup.
Support peripheral USB backup device. (Flash disk, portable
fBl,Iar}Cthlijopn Backup Mode disk and etc..) -
Support peripheral eSATA device.
Support network download and save.
View monitor channel remotely.
NVR configuration through client-end and web browser
Upgrade via client or browser to realize remote maintenance.
Network View alarm information such as motion detection and video
Function loss via client.
Network control Support network PTZ lens control
File remote download and backup and playback
Multiple devices share information via corresponding
software such as professional surveillance software (PSS)
Network alarm input and output
Bidirectional audio.
Vi Alarm can activate record, external alarm, screen message
ideo Loss .
prompt, or audio.
External Alarm Support record activation function or activate external alarm
or screen message in specified period.
Manual Alarm Enable or disable alarm input channel
Control Simulate alarm signal to specific alarm output channel.
Alarm Input 4-channel alarm input (NO/NC)
Alarm Output 4-channel relay output
Alarm Relay 30VDC 2A, 125VAC 1A (activation output)
1 USB 2.0 ports,
USB port 2 USB3.0 ports
Port Network Amount | 4 100/1000Mbps Ethetnet port
Network Features | 4 Ethernet port load balance or 4 independent 1000Mbps
Ethernet port.
RS485 RS232 Serial port protocol communication
User Multi-lever user management; various management modes
Management Integrated management for local user, serial port user and

User Management

network user.
Configurable user power.

Support user /group and its corresponding rights
modification.
No limit to the user or group amount.




Password
Authentication

Password modification
Administrator can modify other user’s password.

Account lock strategy
Five times login failure in thirty minutes may result in account
lock.

Upgrade

Client-end/update tool.

USB device

Login, Logout and Shutdown

Password login protection to guarantee safety

User-friendly interface when login. Provide the following
options: Logout /shutdown/ restart.

Right authentication when shut down to make sure only
those proper people can turn off NVR.

General
Parameters

Power

100V~240V, 47~63Hz

Power
Consumption

200~400W (With HDD)

Working AN

Temperature 0C~40C

Working Humidity | 10%~80% (No condensation)

Storage

Environment -20C~70°C

Temperature

Storage

environment 5%~90% (No condensation)

Humidity

Working Altitude | -60m~5000m

Dimensions 495 (No LCD) mm*446 (Without ear) mm*175mm
(L*W*H)

Weight 27Kg (No package materials, no HDD)

Installation Mode

Standard 19-inch rack installation
Rack/desktop

HDD Amount

24 SATA HDD (Max 4T/HDD)
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2 Overview and Controls

This section provides information about the rear panel. When you install this series NVR for the
first time, please refer to this part first.

2.1 Front Panel

The front panel is shown as in Figure 2-1.

Figure 2-1

SN

Name

Function

Front panel
lock

USB port

/

Network
indicator light

The network indicator light is blue and it flashes when
you connect the device to the network.

Alarm indicator
light

The alarm indicator light becomes on once an alarm
occurred. It becomes on via the software detection.
The alarm includes local alarm, no disk and etc.

System HDD
Indicator light

The blue light flashes when system is reading or
writing the system HDD.

In the system HDD, there are device important
configuration file, factory default configuration file,
device initial boot up data.

Power button

Press it once to turn on the device.

Press it for a long time to turn off the device (Usually
we do not recommend).

Press power button for a long time or pull out the
power cable may result in device auto restart.




After you remove the front panel, you can see there are 24 HDDs. From the left to the right and

from the top to the bottom, it ranges from 1~4, 5~8, 9~12, 13~16, 17~20, 21~24. See Figure

2-2.

You can see there are two indication lights on the HDD bracket.
U]

e [: The power indication light is at the top. The light is yellow after you connected the
device to the power.

[ g . The read-write indication light is at the bottom. The blue light flashes when system is
reading or writing the data.

el g
ot-1-4

—5~8

0

=1 912

Do 0o

—13~-16

O0o

—17~20

g

—21~24

Figure 2-2

2.2 Rear Panel

The general rear panel is shown as in Figure 2-3.

3 45 6 7 8 9 10111213

Figure 2-3

The redundant power series rear panel is shown as in Figure 2-4.
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Figure 2-4

Please refer to the following sheet for detailed information.

SN Name SN Name

1 Alarm input/alarm output 2 HDMI port (Reserved port. Right now
system does not support HD decode
card.)

3 Power port 4 HDMI port

5 eSATA port 6 USB port

7 SAS port 8 Video VGA output

9 Network port 10 RS485 port

11 RS232 (RS422) port 12 Audio input port

13 Audio output port

2.3 Alarm Input and Output Connection

Please refer to the following sheet for alarm input and output connection.
There are two alarm input types for you to select: normal open (NO) and normal close (NC).

1. Alarm input

a. Please make sure alarm input mode is grounding alarm input.

b. Grounding signal is needed for alarm input.

c. Alarm input needs the low level voltage signal.

d. Alarm input mode can be either NC (normal Open) or NO (Normal Close)

e. When you are connecting two NVRs or you are connecting one NVR and one other device,

please use a relay to separate them,




2. Alarm output
The alarm output port should not be connected to high power load directly (It shall be less than
1A) to avoid high current which may result in relay damage. Please use the co contactor to

realize the connection between the alarm output port and the load.
3. Please make sure the front-end device has soundly earthed.
Improper grounding may result in chip damage.

2.3.1 Alarm Input and Output Details
You can refer to the following sheet X for alarm input and output information. See Figure 2-5.
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Figure 2-5
Icon Note
1~4 ALARM 1 to ALARM 4. The alarm becomes active in low
voltage.
NO1 C1, NO2 C2, NO3C3, Four groups of normal open activation output (on/off
NO4 C4 button)
€L GND

2.3.2 Alarm Input Port
Please refer to the following sheet for more information.

Normal open or Normal close type.

Please parallel connect COM end and GND end of the alarm detector (Provide external
power to the alarm detector).

Please parallel connect the Ground of the NVR and the ground of the alarm detector.
Please connect the NC port of the alarm sensor to the NVR alarm input(ALARM)

Use the same ground with that of NVR if you use external power to the alarm device.




Alarm input public end should jump out with device power end
Alarm device connection terminal
| =)
+
12V | Shp: |COM | pe Alarm device
(=] (=) (=) =) connection terminal
[ i [
) ALARM
© GND
+12v  GND
Figure 2-6

2.3.3 Alarm Output Port

® Provide power to peripheral alarm device.
® To avoid overloading, please read the following relay parameters sheet carefully.
® RS485 A/B cable is for the A/B cable of the PTZ decoder.

Relay Specification

Model:

JRC-27F

Material of the
touch

Silver

Rating
(Resistance
Load)

Rated switch capacity

30VDC 2A, 125VAC 1A

Maximum switch power 125VA 160W
Maximum switch voltage 250VAC, 220vDC
Maximum switch currency 1A

Insulation

Between touches with same
polarity

1000VAC 1minute

Between touches with different
polarity

1000VAC 1minute

Between touch and winding

1000VAC 1minute

Surge voltage

Between touches with same

1500V (10x160us)

polarity

Length of open | 3MS max

time

Length of close | 3MS max

time

Longevity Mechanical 50x106 times (3Hz)
Electrical 200x103 times (0.5Hz)

Temperature -40°C ~+70°C




3 Overview of Navigation and Controls

Connect the device to the monitor and then connect a mouse and power cable. Click the power
button at the front panel and then boot up the device to view the video output. You can use the
mouse to implement some GUI operation.

3.1 Login

Right click mouse, you can see system pops up the login interface for you to input user name
and password.

You can use USB mouse to input. Click 11231 to switch between numeral, English character

(small/capitalized) and denotation.

Note:

For security reason, please modify password after you first login.

Continuous three times login failure will result in system alarm and five times login failure will
result in account lock.

A7) SYSTEM LOGIN

User Name |888388 M

Password

Figure 3-1

After device booted up, the system is in multiple-channel display mode. See Figure 3-2.Please

note the displayed window amount may vary. The following figure is for reference only.

Figure 3-2

You can overlay the corresponding date, time and channel name on each screen. You can refer
to the following sheet for channel record or alarm status information.

1 . Recording status 3 . Video loss

2 . Motion detection 4 . Monitor lock

10



Preview control bar
When you move your mouse on the top middle pane of the preview window, you can see the
following preview control bar. See Figure 3-3.

Figure 3-3
Please refer to the following sheet for detailed information.
1 Real-time monitor > ' Main stream and extra stream
switch

3 n IPC bidirectional talk 4 Digital zoom in

5 Close monitor source.

®: Real-time monitor

It is to playback the previous 5-60 minutes record of current channel.

Please go to the Main menu->Setting->General to set real-time playback time. See Figure
3-4.

4 GENERAL

System Time (2013 - 11-14 | 16:47: 30

Date Format  |YYYY MM DD |~ DST Set
Date Separator |- v Time Format 24-HOUR

Language ENGLISH HDD Full Overwrite
Device No. 8 Pack Duration 60

Device ID NVR Realtime Play 5

B Startup Wizard Auto Logout 10
B Navigation B IPC Time Sync (24

Holidays Setting

Default Cancel

Figure 3-4
Please note:
® Support drag and play function. You can use your mouse to select any playback start
time.

® Support playback, pause and exit function.

® Right now, system does not support slow playback and backward playback function.
The playback control has the following features.

® Support play, pause, and exit and drag function.



® During the preview playback process, you can not see the channel title and record status
of current channel. It will display the channel title and the record status once you exit the
preview playback.

® During the preview playback, you can not switch the displayed channel or change
current window-display mode.

® Please note the tour function has the higher priority than the preview playback. You can
not control the preview playback until the tour function ended.

®: M/S
Click it to switch between main stream/sub stream.

®: IPC Bidirectional talk
Support dual-way bidirectional talk with the IPC.

@: Digital zoom
It is to zoom in specified zone of current channel. It supports zoom in function of multiple-
channel.

a) Click button, the button is shown as.

b) Drag the mouse to select a zone to zoom in to view.
¢) Right click mouse to cancel zoom in and resume original interface.

d) CIic, the button is shown as. Now you have exited the digital zoom function.
®: Close video source.

Navigation bar
The navigation bas is shown as below. See Figure 3-5.

Figure 3-5

®: Main interface

®: Output screen option:

Select corresponding output device and set the output window amount.

®: Window split:

System supports 1/4/8/9/16/25/36/64-window output mode. Please select the window mode and
then select the corresponding channels.

@: PTZ Setup

The PTZ setup is shown as in Figure 3-6.

Please note the commend name is grey once device does not support this function.

Double click the title to hide the PTZ menu interface.

Here you can control PTZ direction, speed, zoom, focus, iris, preset, tour, scan, pattern aux
function, light and wiper, rotation and etc.

12



Speed is to control PTZ movement speed. The value ranges from 1 to 8.The speed 8 is faster
than speed 1. You can use the remote control to click the small keyboard to set.

You can click k=l and Ed of the zoom, focus and iris to zoom in/out, definition and brightness.
The PTZ rotation supports 8 directions.

e Zoom @&
® Focus ®

- Iris ®
Set

Ptz Trace
Page Switch

Figure 3-6

In the middle of the eight direction arrows, there is a 3D intelligent positioning key. See Figure
3-7. Please make sure your protocol supports this function and you need to use mouse to control.
Click this key, system goes back to the single screen mode. Drag the mouse in the screen to
adjust section size. The dragged zone supports 4X to 16X speeds. Drag the mouse from top to
the bottom to zoom in. Drag the mouse from bottom to up to zoom out. It can realize PTZ
automatically. The smaller zone you dragged, the higher the speed.

SIT
Figure 3-7
Here is a sheet for you reference.
Name | Function function Function function
key key

Zoom | [&] Near k4 Far
Focus | & Near Ed Far

Iris =l close Ed Open

Preset/ Patrol/Pattern/Scan
In Figure 3-6, please click the “set” button. The interface is shown as below. See Figure 3-8.
Here you can set the following items:

® Preset

® Tour

® Pattern
® Border

I 3 @ PAN/TILT/ZOOM s I
Function Preset E]

R Patrol No. |0
Tour

Pattern Set

Border Del Preset

Figure 3-8

13



In __ Figure 3-6, click page switch button, the interface is shown as in Figure 3-9.
Here you can activate the following functions:

® Preset
® Tour
® Pattern
® Auto scan
® Auto pan
® Flip
® Reset
® Page switch
PAN/TILT/ZOOM e
No. 0 Preset
Pattern Tour
AutoScan AutoPan
Flip Reset
Page Switch
Figure 3-9
Note:
® Preset, tour and pattern all need the value to be the control parameter. You can define it as
you require.

® You need to refer to your speed dome user’s manual for Aux definition. In some cases, it
can be used for special process.

® The following setups are usually operated in the Figure 3-6, Figure 3-8 and Figure 3-9.

Preset Setup

In Figure 3-6, use eight direction arrows to adjust camera to the proper position.

In Figure 3-8, click preset button and input preset number. The interface is shown as in Figure

3-10.

Now you can add this preset to one tour.

I s @ PAN/TILT/ZO0OM 4 I
Function Preset

Preset Patrol No. |0
Tour

Pattern Set

Border Del Preset

Figure 3-10

Activate Preset
In Figure 3-9, please input preset number in the No. blank, and click preset button.

Patrol setup (Tour Setup)

14



In Figure 3-8, click patrol button. The interface is shown as in Figure 3-11. Input preset number
and add this preset to a patrol (tour). For each patrol (tour), you can input max 80 presets.

Activate Patrol (tour)

- PANTILT/Z00M >

Function Preset 1

Preset
Patrol
Pattern Add Preset

Border Del Preset

Patrol No. |0

Figure 3-11

In __Figure 3-8, input patrol (tour) number in the No. blank and click patrol button

Pattern Setup

In Figure 3-8, click pattern button and then click “begin” button. The interface is shown as in
Figure 3-12. Then you can go to Figure 3-6 to modify zoom, focus, and iris.
Go back to Figure 3-12 and click “end” button. You can memorize all these operations as pattern

1.

Activate Pattern Function

PAN/TILT/ZO0OM s

Function Pattern 1

Preset
Patrol No.
Patrol i

Pattern Begin
Border End

Figure 3-12

In Figure 3-9, input mode value in the No. blank, and click pattern button.

Auto Scan Setup

In Figure 3-10, click border button. The interface is shown as in Figure 3-13.
Please go to Figure 3-6, use direction arrows to select camera left limit
Then please go to Figure 3-13 and click left limit button

Repeat the above procedures to set right limit.

PANTILT/ZOOM >4

Function Pattern 1

Preset
Patrol No.
Patrol Y

Pattern Left
Border Right

Figure 3-13

15



Activate Auto Scan
In Figure 3-9, click “Auto Scan” button, the system begins auto scan. Correspondingly, the auto
scan button becomes Stop button. Click stop button to terminate scan operation.

Flip

In Figure 3-9, click page switch button, you can see an interface is shown as below. See Figure
3-14. Here you can set auxiliary function. The aux value has relation ship with the Aux button of
the decoder.

Click page switch button again, system goes back to Figure 3-6.

B PAN/TILT/ZOOM ps
Direct Aux Oper
Light

Aux Num Qper

1

Page Switch

Figure 3-14

®: Record Search
It is a shortcut search menu. Please refer to chapter 3.3 for detailed information.

®: Event Info

The event information is shown as below. See Figure 3-15.

It is for you to set the alarm information of current channel.

The following interface is based on our dual-power supplying series product.
ALARM STATUS

Index

Video Loss
Mask

Motion

IPC Ext Alarm
IPC Offline Alarm
Alarm In

Net Disconnect
IP Conflicted
MAC Conflicted
Power Fault |

PrePage NextPage

Figure 3-15

@: Network Setup
It is the shortcut network setup button. Please refer to chapter 3.5.4 for detailed information.

®: Output mode
It is the shortcut display setup button. Please refer to chapter 3.5.7 for detailed information.

©: Device management

16



You can use the channel list and the device list to manage the connected remote device. The
channel list is on the left. Here you can view all connected channel information. The green color
in front of the camera name means current channel is recording now. The grey color means
current channel is not recording. The device list is on the right. Here you can view connected
device information. Green icon means current device is online while the red cross means current
device is offline. See Figure 3-16.

C— | e AT

©¢[001][10.15.5.100 : 1
24¢[002][10.15.5.110] F@[10.15.5.100]
4 [003][ Idle] F®[10.15.5.110]
4 [004][ Idle]
4 [005][ Idle]
4 [008][ Idle]
4 [007][ Idle]
¢ [008][ Idle]
4 [009][ Idle]
24 [010][ Idle]
o [011][ Idle]
24 [012][ Idle]
24 [013][ Idle]
24 [014][ Idle]
24 [015][ Idle]
24 [016][ Idle]
24 [017]] Idle]
24 [018][ Idle]
24 [019][ Idle]
4 [020][ Idle]
24 [021] Idle]
24 [022] Idle]
24 [023][ Idle]
24 [024][ Idle]
24 [025][ Idle]
24 [026][ Idle]
24 [027][ Idle]
24 [028][ Idle]
24 [029][ Idle]
24 [030][ Idle]
24 [031][ Idle]

S T T L PR T |

Figure 3-16

@: HDD management
It is the shortcut HDD management button. Please refer to chapter 3.7.1 for detailed information.

3.2 Main Menu

After you logged in, the system main menu is shown as below. See Figure 3-17. There are total
eight icons: search, Information, setting, remote device, backup, advanced, shutdown and IPC
upgrade. Move the cursor to highlight the icon, then double click mouse to enter the sub-menu.
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REMOTE DEVICE

SHUTDOWN

3.3 Search & Playback

Click search button in the main menu, or you can right click mouse and then select the Search

item. Search interface is shown as below. See Figure 3-18.

MAIN MENU

ADVANCED

St

IPC UPGRADE

Figure 3-17

SETTING

L 2

BACKUP
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Figure 3-18
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Please refer to the following sheet for more information.

SN Name Function
1 Display ®Here is to display the searched picture or file.
window @ Support 1/4/9/16-window playback.
5 Search ®Here you can select to search extra stream, main stream or picture.
type ®Select play from read-write disk or play from thee peripheral devices.
®The blue highlighted date means there is picture or file. Otherwise, there is no
picture or file.
3 Calendar ®In any play mode, click the date you want to see, you can see the corresponding
record file trace in the time bar.
®Playback mode: 1/4/9/16 and etc. (It may vary due to different series.).
< In 1-window playback mode: you can select 1-128 (64/256) channel (It
Playback
mode depends on the product channel number you purchased.)
and < In 4-window playback mode: you can select 4 channels according to your
4 channel requirement such as channel 1-4, 5-8....
selection | ¥ In 9-window playback mode, you can switch between 1-8, 9-16....
pane. < In 16-window playback mode, you can switch between 1-16, 17-32....
®The time bar will change once you modify the playback mode or the channel
option.
®Double click it, you can view the picture/record file list of current day.
®The file list is to display the first channel of the record file.
®The system can display max 128 files in one time. Use middle button of the
File list mouse to view the file. Select one item, and then double click the mouse or click
5 switch the ENTER button to playback.
button @You can input the period in the following interface to begin accurate search.
®File type: R—regular record; A—external alarm record; M—Motion detect
record.
00 : 00 : 00
Card . .
The card number search interface is shown as below.
6 number . : .
Right now, system does not support this function.
search
Play/Pause
There are three ways for you to begin playback.
>/ ® The play button
® Double click the valid period of the time bar.
® Double click the item in the file list.
In slow play or fast play mode, click it to resume normal payback.
[ Stop button.
Backward play
< In normal play mode, left click the button, the file begins backward play.
Click it again to pause current play.
7 Playback In backward play mode, click »/1I to restore normal play.
control | < In normal play mode, when you pause current play, you can click 4| and
pane. > | | P to begin frame by frame playback.
In frame by frame playback mode, click »/ 11 to restore normal playback.
b Slow play
In playback mode, click it to realize various slow play modes such as slow
play 1, slow play 2, and etc.
Fast forward
» In playback mode, click to realize various fast play modes such as fast
play 1,fast play 2 and etc.
Note: The actual play speed has relationship with the software version.
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& Smart search

C The volume of the playback

a» | Snapshot
= Right now, system does not support this function.

Time bar

®lt is to display the record type and its period in current search criteria.

®In 4-window playback mode, there are corresponding four time bars. In other
playback mode, there is only one time bar.

®Use the mouse to click one point of the color zone in the time bar, system begins
playback.

®The time bar is beginning with 0 o'clock when you are setting the configuration.
The time bar zooms in the period of the current playback time when you are
playing the file.

®The green color stands for the regular record file. The red color stands for the
external alarm record file. The yellow stands for the motion detect record file.

Time bar
unit

eThe option includes: 24H, 12H, 1H and 30M. The smaller the unit, the larger the
zoom rate. You can accurately set the time in the time bar to playback the record.
®The time bar is beginning with 0 o'clock when you are setting the configuration.
The time bar zooms in the period of the current playback time when you are
playing the file.

10

Backup

Select the file(s) you want to backup from the file list. System max supports files
from four channels. Then click the backup button, now you can see the backup
menu. Click the start button to begin the backup operation.

Check the file again you can cancel current selection.

System max supports to display 32 files from one channel.

11

Clip

® |tis to edit the file.

® Please play the file you want to edit and then click this button you can see the
time control. Select the start time and end time on the right side and click this
button again, you can see the backup data to be saved in the pop-up dialogue
box. Click this button again to exit the clip mode.

12

Record
type

In any play mode, the time bar will change once you modify the search type.

13

Mark
function

Click it to go to the mark list. Here you can view all the mark information in the
channel by time.

Other Functions

14

Digital zoom

When the system is in full-screen playback mode, left click
the mouse in the screen. Drag your mouse in the screen to
select a section and then left click mouse to realize digital
zoom. You can right click mouse to exit.

15

Customized mark function

During the one-channel playback mode, you can give a mark
once there is any important information in the record file.
You can use mark time or the key words to search mark
information to search the important record file to playback. It
is very convenient for you to get the video information you
need.

Note:

All the operations here (such as playback speed, channel, time and progress) have
relationship with version. Some series NVRs do not support some functions or playback

speeds.

3.3.1 Mark Playback
Please make sure your purchased device support this function. You can use this function
only if you can see the mark playback icon on the Search interface (Figure 3-18).
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When you are playback record, you can mark the record when there is important information.
After playback, you can use time or the mark key words to search corresponding record and then
play. It is very easy for you to get the important video information.

® Add Mark N

When system is playback, click Mark button@z, you can go to the following interface. See Figure
3-109.

B Add Mark

Mark Time (2013-01-15 00:00:12

Mark Narme | A _@

Detault 0] 4 Cancel

Figure 3-19

® Playback Mark
During 1-window playback mode, click mark file list button w0 in Figure 3-18, you can go to
mark file list interface. Double click one mark file, you can begin playback from the mark time.

® Play before mark time
Here you can set to begin playback from previous N seconds of the mark time.

Note
Usually, system can playbacks previous N seconds record if there is such kind of record file.
Otherwise, system playbacks from the previous X seconds when there is such as kind of record.

® Mark Manager

Click the mark manager button m"l on the Search interface (Figure 3-18); you can go to Mark
Manager interface. See Figure 3-20. System can manage all the record mark information of
current channel by default. You can view all mark information of current channel by time.

» Marks Manager

Channel |1 9
Start Time (2013 - 01-15 [00: 00: 00
End Time |2013 - 01-16 [ 00: 00: 00 Search

2013-01-15 00:00:12  Tag
2013-01-15 00:00:59 123

Figure 3-20

® Modify

21



Double click one mark information item, you can see system pops up a dialogue box for you to
change mark information. You can only change mark name here.

® Delete

Here you can check the mark information item you want to delete and then click Delete button,
you can remove one mark item. .

Note

® After you go to the mark management interface, system needs to pause current playback.
System resume playback after you exit mark management interface.

® |f the mark file you want to playback has been removed, system begin playbacking from the
first file in the list.

3.4 Information

Here is for you to view system information. There are total seven items: HDD info, BPS (data
stream statistics), log, Version, online user, remote device information and status. See Figure
3-21.

HDD INFO

ONLINE USERS REMOTE DEVICE INFO

Figure 3-21

3.4.1 HDD Information

Here is to list hard disk type, total space, free space, and status. See Figure 3-22.
o means current HDD is normal.. - means there is no HDD.

If disk is damaged, system shows as “ERROR”. Please remove the broken hard disk before you

add a new one.

22



SATA 1

RAID 1

2 3 4 5 6B

2 3 4 5 6

Start Time
2013-12-11 15:15:17
2013-12-11 15:15:17
2013-12-11 15:46:36
2013-12-11 16:19:30
2013-12-11 16:39:09
2013-12-11 17:31:58
2013-12-11 17:46:38
2013-12-11 19:46:37
2013-12-11 20:47:12
2013-12-11 21:46:37
2013-12-11 23:46:36
2013-12-12 01:46:37

AN42 19 49 001410

4 Page Up *! Page Down

HDD INFO

7 8 9

10 11 12 13 14 15
O

End Time
2013-12-12 09:13:01
2013-12-11 15:54:54
2013-12-11 16:22:09
2013-12-11 16:40:10
2013-12-11 17:33:00
2013-12-11 17:54:51
2013-12-11 19:55:12
2013-12-11 20:49:52
2013-12-11 21:52:12
2013-12-11 23:562:13
2013-12-12 01:52:13
2013-12-12 02:17:53

A2 4% 49 N2-E50.1%

16

Fn | View type and capacity

Figure 3-22

In Figure 3-22, click view record d time button, HDD record time information interface is shown

as in Figure 3-23.
ES

SATA 1

RAID 1

14 Page Up ! Page Down

o]

2 3 4 5 6 7 8

2 3 4 5 6

Stant Time
2013-12-11 15:15:17
2013-12-11 15:15:17
2013-12-11 15:46:36
2013-12-11 16:19:30
2013-12-11 16:39:09
2013-12-11 17:31:58
2013-12-11 17:46:38
2013-12-11 19:46:37
2013-12-11 20:47:12
2013-12-11 21:46:37
2013-12-11 23:46:36
2013-12-12 01:46:37

A2 19 19 N9-14-10

HDD INFO

9

10 11 12 13 14 15

o - - - - .

End Time
2013-12-12 09:13:01
2013-12-11 15:54:54
2013-12-11 16:22:09
2013-12-11 16:40:10
2013-12-11 17:33:00
2013-12-11 17:54:51
2013-12-11 19:55:12
2013-12-11 20:49:52
2013-12-11 21:52:12
2013-12-11 23:52:13
2013-12-12 01:52:13
2013-12-12 02:17:53

A2 19 19 N2-E9-12

16

Fn | View type and capacity

Figure 3-23
Parameter Function
HDD Port SATA 1-16: 1-16 here means current series product max supports 16
HDDs.

RAID: 1-6 here means current series product max supports 6 SATA
HDDs.

When HDD is working properly, system is shown as O. .
no HDD.

This series product max supports 24 SATA HDDs, 16 RAID HDDs.

means there is
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SN You can view the HDD amount the device connected to;
* means the second HDD is current working HDD.

Physical port It is to display device connected physical port.

Type The corresponding HDD property.

Raid name It is to display RAID HDD name.

Total space The HDD total capacity.

Free space The HDD free capacity.

Status HDD can work properly or not.

Bad track Display there is bad track or not.

Page up Click it to view previous page.

Page down Click it to view the next page.

View Click it to view HDD record information (file start time and end time).

recording time

View HDD Click it to view HDD property, status and etc,
type and
capability

3.4.2 BPS
Here is for you to view current video data stream (KB/s) and occupied hard disk storage (MB/h).
See Figure 3-24.

You can click PgUp/PgDn to view information of more channels.
Belss BPS

Channel Kb/S MB/H Wave
12

(== N =S, B o AU R

8
0
0
]
0
0
0
]
]
0
0
]
]
0
0
]

(== == e i em Qi e i o il o Y e i e i e i e oo M = ) = B =}

PgMDw | 1/8(Page/Total) GoToChannels|1

Figure 3-24

3.4.3 Log
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Here is for you to view system log file. System lists the following information. See Figure 3-25.

Start time/end time: Pleased select start time and end time, then click search button. You
can view the log files in a list. System max displays 100 logs in one page. It can max save
1024 log files. Please use page up/down button on the interface or the front panel to view
more.

Backup: Please select a folder you want to save; you can click the backup button to save the
log files. After the backup, you can see there is a folder named Log_time on the backup path.
Double click the folder, you can see the log file

Details: Click the Details button or double click the log item, you can view the detailed
information. See Figure 3-26. Here you can use rolling bar to view information, or you can

use Page up/Page down to view other log information.
. LOG

Type All <
Start Time [2013 -01- 06 |00: 00: 00
End Time [2013 -01-07 |00: 00: 00 Details Search

[ 61 [ LogTme  Evem |

|
2013-01-06 21:30:05 Reboot with Flag [0x01]

2013-01-06 21:30:05 <Video Loss: 1=

2013-01-06 21:30:05 <Video Loss: 2>

2013-01-06 21:30:05 <Video Loss : 3>

2013-01-06 21:30:05 <Video Loss: 4>

2013-01-06 21:30:05 <Video Loss : 5> !
2013-01-06 21:30:05 <Video Loss: 6> i
2013-01-06 21:30:05 <Video Loss: 7>

2013-01-06 21:30:05 <Video Loss : 8>

2013-01-06 21:30:05 Disk totals<1>, Current working disk<1>

2013-01-06 21:43:25 User logged in<10.10.6.19>

2013-01-06 21:43:33 System Upgrade:Start Upgrade M

14 Page Up *! Page Down Backup
PrePage NextPage | 1/1(Curent Page/Total Page) Jump to |1
Figure 3-25
.”,‘ Detailed Information

Log Time 2011-03-09 16:03:12
Log Type File operation-->Record Playback

Type Record Playback
IP Address 10.15.2.187
User admin

Channel 10
File Name 2011-03-08 15:00:14---2011-03-08 15:00:14 R

Previous

Figure 3-26
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3.4.4 Version
Here is for you to view some version information. See Figure 3-27.
Please note the following interface is based on the 128-channel series product and it is for
reference only.
® Channel
Alarm in
Alarm out
System version:
Build Date
Web
Serial number

£ VERSION

Channels 128

AlarmIn 16

Alarm Out 8

System  3.200.0002.0
Build Date 2013-07-16

Web 2470

Serial No. PA3EQ02700243

ff you need to upgrade system now,please insert USB upgrade disk then press the start
button to start upgrade.Don't shut down the power during upgrade!

Figure 3-27

3.4.5 Online Users
Here is for you manage online users connected to the local device. See Figure 3-28.
You can disconnect one user or block one user if you have proper system right.
=0 ONLINE USERS

User Name IP
admin 10.15.4.36

Disconnect Block for | |60

Figure 3-28

26



3.4.6 Remote Device Information
Here you can view the channel status of the remote device, connection log and network balance

information and etc.
Channel status: Here you can view the IPC status of the corresponding channel such as motion

detect, video loss, camera masking, alarm and etc. See Figure 3-29.

° E: Network camera is normal.

° .: Network camera connection is abnormal.

° n: There is an alarm.

e BB The network camera does not support.

% Remote Device Info

Channel  Status IP Address MD Video Loss Camera Mask Alarm In Cha
10.42.2.61

Refresh

Figure 3-29

Connection log: In this interface, you can search the IPC log information of the corresponding

channel. It includes IPC online, offline and etc. See Figure 3-30.
% Remote Device Info

Channel  [All N
Start Time |2012 - 05- 03 |00: 00 : 00
End Time |2012 - 05- 04 |00: 00 : 00 Search

Channel IP Address Connection
2012-05-03 19:25:45 10.42.0.66  User logged in
2012-05-03 19:25:50 10.42.2.36  User logged in
2012-05-03 19:25:51 10.42.1.120  User logged in

Figure 3-30
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Network Balance: Here you can view network data transmission speed, receive speed. See
Figure 3-31.

1 Remote Device Info

BONDO 5 Kb/S

Name Mac Address Status IP Address Level Speed
BONDO 90:02:a%:8d:bb:81 Succeed 172.12.1.134 Ethernet 1000Mb/s

Figure 3-31

3.4.7 System Status
It is to view host information, network usage, fan speed, CPU usage, power information, RAID
information and HDD information. See Figure 3-32.

2013-11-14

RAID Info HDD Info

HOD Name _ Type Status

ReadWrite Normal

Figure 3-32

Click RAID information, you can view RAID name, level, HDD information and etc. See Figure
3-33.
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Error. 0

Normal: 3

RAID Info HDD Info

Raid Name  Level
md0 EL

3.5 Setting

09:43

2013-11-15

RAID Sub-disk Capacity

1.36TB/1

CPU Temperature

Power Info

Figure 3-33

In main menu, highlight setting icon and double click mouse. System setting interface is shown

as below. See Figure 3-34.

GENERAL

(‘ﬁ

DETECT

Important

SETTING

SCHEDULE NETWORK

DEFAULT

Figure 3-34

Please note you need to have the proper right to implement the following operation.

3.5.1 General

General setting includes the following items. See Figure 3-35.
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System time: Here is for you to set system time

Date format: There are three types: YYYYY-MM-DD: MM-DD-YYYYY or DD-MM-YYYY.
Date separator: There are three denotations to separate date: dot, beeline and solidus.

DST: Here you can set DST time and date. Please enable DST function and then click set
button. You can see an interface is shown as in Figure 3-36. Here you can set start time and
end time by setting corresponding week setup. In Figure 3-36, enable date button, you can
see an interface is shown as in Figure 3-37. Here you can set start time and end time by
setting corresponding date setup.

Time format: There are two types: 24-hour mode or 12-hour mode.

Language: Here is to display current language name.

HDD full: Here is for you to select working mode when hard disk is full. There are two options:
stop recording or rewrite. If current working HDD is overwritten or the current HDD is full
while the next HDD is no empty, then system stops recording, If the current HDD is full and
then next HDD is not empty, then system overwrites the previous files.

Pack duration: Here is for you to specify record duration. The value ranges from 1 to 120
minutes. Default value is 60 minutes.

Device No: When you are using one remote control (not included in the accessory bag) to
control several NVRs, you can give a name to each NVR for your management.

Realtime play: It is to set playback time you can view in the preview interface. The value
ranges from 5 (default) to 60 minutes.

Device ID: Please input a corresponding device name here.

Startup wizard: Once you check the box here, system will go to the startup wizard directly
when the system restarts the next time. Otherwise, it will go to the login interface.

Auto logout: Here is for you to set auto logout interval once login user remains inactive for a
specified time. Value ranges from 0 to 60 minutes.

Navigation bar: Check the box here, system displays the navigation bar on the interface.
IPC Time Sync: You can input an interval here to synchronize the NVR time and IPC time.
Holiday setup: Click it you can see an interface shown as in Figure 3-38. Here you can set
holiday date. Please go to chapter 3.5.3 Schedule to view or set the holiday date record
setup.

When you enable Holiday settings and schedule setup at the same time, holiday setting has
the priority. If the selected day is a holiday, then system records as you set in holiday setting.
If it is not a holiday, system records as you set in Schedule interface. Please note you need
to go to chapter 3.5.3 Schedule to enable Holiday setup. Otherwise you can not enable
holiday record setup.

Please note, there is no year setup on the holiday setup. For example, if you set 30th Oct,
2012 as a holiday, then the date of 30th Oct in each year will be set as a holiday. So,
general speaking, your holiday setup in other year may also affect the holiday setup in 2012.

Note:

Since system time is very important, do not modify time casually unless there is a must!

Before your time modification, please stop record operation first!

After completing all the setups please click save button, system goes back to the previous menu.
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74 GENERAL

System Time  |2013 - 11- 14 |16: 47: 30

YYYY MM DD |~ DST

Date Separator |- -

Date Format

Time Format

HDD Full

Language

ENGLISH
Device No. 8 Pack Duration
Device ID NVR Realtime Play
B Startup Wizard

B Navigation

Auto Logout

Holidays Setting

Default

Figure 3-35

24-HOUR

Ovenwrite

60

5

10

B IPC Time Sync (24

Cancel

B DST

00 :
00 :

Cancel

Figure 3-36

R , DST
®

T 2008 - 06-01 |00: 00

T 2008 -09-01 |00: 00

OK Cancel

Figure 3-37

2012-12-18

Figure 3-38
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3.5.2 Encode
Encode setting includes the following items. See Figure 3-39.
Please note some series do not support extra stream.

Channel: Select the channel you want.

Type: Please select from the dropdown list. There are three options: regular/motion
detect/alarm. You can set the various encode parameters for different record types.
Compression: According to the front-end parameter, system supports MPEG4, MS_MPEG4,
MPEG2, MPEG1, H263, MJIPEG, FCC_MPEG4, H.264 and etc.

Resolution: The mainstream resolution type is IPC’s encoding config such as D1/1080P.
Frame rate: It ranges from 1f/s to 25f/s in NTSC mode and 1f/s to 30f/s in PAL mode.

Bit rate type: System supports two types: CBR and VBR. In VBR mode, you can set video
quality.

Quality: There are six levels ranging from 1 to 6. The sixth level has the highest image
quality.

Video/audio: You can enable or disable the video/audio.

Overlay: Click overlay button, you can see an interface is shown in Figure 3-41.

Cover area: Here is for you to set privacy mask section. You can drag you mouse to set
proper section size. In one channel video, system max supports 4 zones in one channel.
Preview/monitor: Cover area has two types. Preview and Monitor. Preview means the cover
area can not be viewed by user when system is in preview status. Monitor means the cover
area can not be view by the user when system is playback.

Time display: You can select system displays time or not when you playback. Please click
set button and then drag the title to the corresponding position in the screen.

Channel display: You can select system displays channel number or not when you playback.
Please click set button and then drag the title to the corresponding position in the screen.
Snapshot: Click snapshot button, you can set snapshot mode, picture size, quality and
frequency. See Figure 3-40. Before the snapshot operation, please make sure the front-
end device supports current operation.

Snapshot mode: There are two modes: Timing (Schedule) and activation. If you set timing
mode, you need to set snapshot frequency. If you set activation snapshot, you need to go to
Detect interface (Main menu->Setting-Detect) to set snapshot activation operation.

Image size: Here you can set snapshot picture size.

Image quality: Here you can set snapshot quality. The value ranges from 1 to 6.

Snapshot frequency: It is for you to set timing (schedule) snapshot interval. The value ranges
from 1-7 picture(s) per second.

Copy: Before the Copy operation, please make sure you selected channel supports
current copy contents. After you complete the setup, you can click Copy button to copy
current setup to other channel(s). You can see an interface is shown as in Figure 3-42 (The
figure here is based on the 128-channel series product.). You can see current channel
number is grey. Please check the number to select the channel or you can check the box
ALL. Please click the OK button in Figure 3-42 and Figure 3-39 respectively to complete the
setup. Please note, once you check the All box, you set same encode setup for all channels.
Audio/video enable box, overlay button and the copy button is shield. See Figure 3-43.

Please highlight icon 0 to select the corresponding function.
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7] ENCODE

Channel 1

Type Regular Extra Stream

Compression H.264 H.264
Resolution QQVGA QQVGA
Frame Rate(FPS) |25 FPS 25 FPS
Bit Rate Type VBR VBR
Quality 6 6
Bit Rate(Kb/S) Customi; ~| |0 Customi|~| |0
Reference Bit Rate
Audio/Video
Audio Format G711u

OVERLAY

SNAPSHOT

Default Copy Cancel

Figure 3-39

7 SNAPSHOT

Mode
Image Size

Image Quality 4

Snapshot Frequency |1 SPL

OK Cancel

Figure 3-40

D Overlay

Cover Area Monitor

Time Display B Vonitor

Channel Display B Monitor

Figure 3-41
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111)(112

Figure 3-42

7] ENCODE

Channel 1

Type Regular Extra Stream 1|~
Cormpression H.264 H.264 -
Resolution D1 CIF -
Frame Rate(FPS) |25 6 -
Bit Rate Type CBR M

Bit Rate(Kb/S) 2048 - 160 -
Reference Bit Rate 768-4096Kb/S 40-256Kb/S
Audio/Video [ |
Audio Format G711a

SNAPSHOT

EET Cancel

Figure 3-43

3.5.3 Schedule

In the main menu, from setting to schedule, you can go to schedule menu. See Figure 3-44.

Channel: Please select the channel number first. You can select “all” if you want to set for
the whole channels.

Week day: There are eight options: ranges from Saturday to Sunday and all.

Pre-record: System can pre-record the video before the event occurs into the file. The value
ranges from 1 to 30 seconds depending on the bit stream.

Record types: There are four types: regular, motion detection (MD), Alarm, MD & alarm.
Holiday setting: Click it you can see an interface shown as in Figure 3-45. Here you can set
holiday date. Check the box, it means current channel shall record as your holiday setup.
Please go to the Period interface to set the holiday date record setup.

Please highlight icon 0 to select the corresponding function. After completing all the setups
please click save button, system goes back to the previous menu.

At the bottom of the menu, there are color bars for your reference. Green color stands for
regular recording, yellow color stands for motion detection and red color stands for alarm
recording. The white means the MD and alarm record is valid. Once you have set to record
when the MD and alarm occurs, system will not record neither motion detect occurs nor the
alarm occurs.
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SCHEDULE

Channel | 1 ~| PreRecord |4

Holidays Setting

Period |Fri v| Record Type  Regular MD Alarm MD&Alarm
Period 1 (00 :00 -24 :00 |

Period 2 |00 :00 -24 :00

Period 3 |00 :00 -24 :00

Period 4 |00 :00 -24 :00

Period 5 |00 :00 -24 :00

Period 6 |00 :00 -24 :00

Regular MD&Alarm

18

Default

Figure 3-44

1 ® 2012-09-07

Th

6
13
20
27

Cancel

Figure 3-45

3.5.3.1 Quick Setup

Copy function allows you to copy one channel setup to another. After setting in channel 1, click
Copy button, you can see current channel name is grey such as channel 1. Now you can select
the channel you wan to paste such as channel 5/6/7. If you wan to save current setup of channel
1 to all channels, you can click the first box “ALL”. Click the OK button to save current copy setup.
Click the OK button in the Encode interface, the copy function succeeded.

3.5.4 Network

Here is for you to input network information. See Figure 3-46.

® Network Mode: It includes multiple address, fault tolerance, and load balancing.

< Multiple-address mode: ethl and eth2 and etc operate separately (Max support 4 network
ports). You can use the services such as HTTP, RTP service via eth1/2/3/4. Usually you
need to set one default card (default setup is eth1) to request the auto network service form
the device-end such as DHCP, email, FTP and etc.

< Network fault-tolerance: In this mode, device uses bond0 to communicate with the external
devices. You can focus on one host IP address. At the same time, you need to set one
master card. Usually there is only one running card (master card).System can enable
alternate card when the master card is malfunction. The system is shown as offline once all
cards are offline.
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Load balance: In this mode, device uses bondO to communicate with the external device. All
cards are working now and bearing the network load. Their network load are general the
same. The system is shown as offline once these cards are all offline.

IPv6, the IP address and the default gateway are left in blank.

Ethernet Card Name: In the multiple address modes, you can select the Ethernet card name
from the dropdown list.

Default Ethernet port: Please select after you enabled multiple access function.

IP address: Here you can input the corresponding number to set IP address. Then you can
set the corresponding subnet mask the default gateway.

DHCP: It is to auto search IP. When enable DHCP function, you can not modify IP/Subnet
mask /Gateway. These values are from DHCP function. If you have not enabled DHCP
function, IP/Subnet mask/Gateway display as zero. You need to disable DHCP function to
view current IP information. Besides, when PPPOE is operating, you can not modify
IP/Subnet mask /Gateway.

IP version: There are two options: IPv4 and IPv6. Right now, system supports these two IP
address formats and you can access via them.

TCP port: Default value is 37777. You can change if necessary.

UDP port: Default value is 37778. You can change if necessary.

HTTP port: Default value is 80.

RTSP port: Default value is 554.

HTTPS port: Default value is 443.

Important: System needs to reboot after you changed and saved any setup of the above
four ports. Please make sure the port values here do not conflict.

Max connection: system support maximal 128 users. 0 means there is no connection limit.
Preferred DNS server: DNS server IP address.

Alternate DNS server: DNS server alternate address.

Transfer mode: Here you can select the priority between fluency/video qualities.

LAN download: System can process the downloaded data first if you enable this function.
The download speed is 1.5X or 2.0X of the normal speed.

After completing all the setups please click save button, system goes back to the previous menu.

_ 55 ETW
& NETWORK dt Adbiiaiis
Net Mode Multi-address |~
Name Ethernet1
thernet Porl [Ethernet1

ersion

HTTP Port (30
UDP Port 3 HTTPS Pon (443
RTSP Port  |554

HTTP Port (g0

HTTPS P

RTSP Port |55

Max Cennection 128 MTU 1500
ed DNS :ffft.8.

Ahernate DNS

Network Setling Network Setiing

Default Save Cancel Default Sav Cancel

Figure 3-46
3.5.4.1 Network Setting
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Network setting interface is shown as in Figure 3-47. Please draw a circle to enable
corresponding function and then double click current item to go to setup interface.

IP FILTER
NTP
MULTICAST
PPPOE
DDNS
LUPNP
EMAIL

FTP
ALARM SERVER
SNMP
ISCS
CLUSTER

Default

3.5.4.2 IP Filter
IP filter interface is shown as in Figure 3-48. You can add IP in the following list. System supports
IPv4 and IPv6 both. The list supports max 64 IP addresses.

Restricted Type [Trusted Sites |~

IP Version IPv4 <
IP Address 12 01

v/ 10.33.12.114
v 172.12.1.58

Delete IP Delete All

Default

IP FILTER

3.5.4.3 NTP Setup
You need to install SNTP server (Such as Absolute Time Server) in your PC first. In Windows XP
OS, you can use command “net start w32time” to boot up NTP service.
NTP setup interface is shown as in Figure 3-49.

Host IP: Input your PC address.
Port: This series NVR supports TCP transmission only. Port default value is 123.
Update interval: minimum value is 1. Max value is 65535. (Unit: minute)

Time zone: select your corresponding time zone here.

Update period: You can input interval here.

Manual update: It allows you to synchronize the time with the server manually.

Network Setting

Trusted Sites : 0
time.windows.com : 60
239.255.42.42

No Available DDNS Setup
Port Forwarding
MailServer : 25

Record FTP : 0.0.0.0
Private : 10.1.0.2

Cancel Apply

Figure 3-47

53] IP FILTER

Restricted Type |Trusted Sites |~

IP Version IPv6 7
IP Address 1280::9202:a91:1e 77

v 10.33.12.114
| 1€80::9202:a0ife 77

Delete IP Delete All

Default

Figure 3-48

Here is a sheet for your time zone setup.

Cancel

| City /Region Name

| Time Zone
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London GMT+0
Berlin GMT+1
Cairo GMT+2
Moscow GMT+3
New Deli GMT+5
Bangkok GMT+7
Beijing (Hong Kong) GMT+8
Tokyo GMT+9
Sydney GMT+10
Hawaii GMT-10
Alaska GMT-9
Pacific Time(P.T) GMT-8
American Mountain Time(M.T) GMT-7
American Central Time(C.T) GMT-6
American Eastern Time(E.T) GMT-5
Atlantic Time GMT-4
Brazil GMT-3
Middle Atlantic Time GMT-2
W NTP

SeverlP  (imewindowscom )}

Port 123

Time Zone GMT+08:00

Update Period |60

Default Cancel Manual Update

Figure 3-49

3.5.4.4 Multicast Setup
Multicast setup interface is shown as in Figure 3-50.

55 MULTICAST

IP Address [239 . 255 . 42 . 42
Port 36666

Default Cancel

Figure 3-50

Here you can set a multiple cast group. Please refer to the following sheet for detailed
information.
® |P multiple cast group address
-224.0.0.0-239.255.255.255
-“D” address space
® The higher four-bit of the first byte="1110"
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® Reserved local multiple cast group address
-224.0.0.0-224.0.0.255
-TTL=1 When sending out telegraph
-For example
224.0.0.1 All systems in the sub-net
224.0.0.2 All routers in the sub-net
224.0.0.4 DVMRP router
224.0.0.5 OSPF router
224.0.0.13 PIMv2 router
® Administrative scoped addressees
-239.0.0.0-239.255.255.255
-Private address space
® Like the single broadcast address of RFC1918
® Can not be used in Internet transmission
® Used for multiple cast broadcast in limited space.
Except the above mentioned addresses of special meaning, you can use other addresses. For
example:
Multiple cast IP: 235.8.8.36
Multiple cast PORT: 3666.
After you logged in the Web, the Web can automatically get multiple cast address and add it to
the multiple cast groups. You can enable real-time monitor function to view the view.

3.5.4.5 PPPoE
PPPOE interface is shown as in Figure 3-51.
Input “PPPoE name” and “PPPoE password” you get from your ISP (Internet service provider).
Click save button, you need to restart to activate your configuration.
After rebooting, NVR will connect to internet automatically. The IP in the PPPOE is the NVR
dynamic value. You can access this IP to visit the unit.

[
y 3\ PPPOE

Password

IP Address | 0

Default

Figure 3-51

3.5.4.6 DDNS Setup
DDNS setup interface is shown as in Figure 3-52.
You need a PC of fixed IP in the internet and there is the DDNS software running in this PC. In
other words, this PC is a DNS (domain name server).
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In network DDNS, please select DDNS type and highlight enable item. And then please input
your PPPoE name you get from you IPS and server IP (PC with DDNS). Click save button and
then reboot system.
Click save button, system prompts for rebooting to get all setup activated.
After rebooting, open IE and input the domain name.
Now you can open DDNSServer web search page.

55 DDNS

DDNS Type  [Quick DDNS ~| I Enable

Server IP www.quickddns.com

Port 12366

Domain Mode W Default Domain Custom Domain Name
Domain Name |52544CFA181C .quickddns.com

Email Address Please input email address.

MNote: Systemn will reclaim the domain that is idle for more than one year. You can geta
notification email one month before the reclaim if your email address setup is right.

Default Cancel

Figure 3-52

Please note DDNS type includes: CN99 DDNS, NO-IP DDNS, Quick DDNS, Dyndns DDNS and
Private DDNS.

All the DDNS can be valid at the same time, you can select as you requirement.

Private DDNS function shall work with special DDNS server and special Professional
Surveillance Software (PSS).

Quick DDNS and Client-end Introduction

1) Background Introduction

Device IP is not fixed if you use ADSL to login the network. The DDNS function allows you to
access the NVR via the registered domain name. Besides the general DDNS, the Quick DDNS
works with the device from the manufacturer so that it can add the extension function.

2) Function Introduction

The Quick DDNS client has the same function as other DDNS client end. It realizes the bonding
of the domain name and the IP address. Right now, current DDNS server is for our own devices
only. You need to refresh the bonding relationship of the domain and the IP regularly. There is no
user name, password or the ID registration on the server. At the same time, each device has a
default domain name (Generated by MAC address) for your option. You can also use customized
valid domain name (has not registered.).

3) Operation

Before you use Quick DDNS, you need to enable this service and set proper server address, port
value and domain name.

® Server address: www.quickddns.com
® Port number: 80

® Domain name: There are two modes: Default domain name and customized domain name.
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Except default domain name registration, you can also use customized domain name (You can

input your self-defined domain name.) After successful registration, you can use domain name

to login installed of the device IP.

® User name: It is optional. You can input your commonly used email address.

Important

® Do not register frequently. The interval between two registrations shall be more than 60
seconds. Too many registration requests may result in server attack.

® System may take back the domain name that is idle for one year. You can get a notification
email before the cancel operation if your email address setup is OK.

3.5.4.7 UPNP
The UPNP protocol is to establish a mapping relationship between the LAN and the WAN.
Please input the router IP address in the Figure 3-46. Double click the UPNP item in Figure 3-47,
you can see the following interface. See Figure 3-53.
® UPNP on/off : Turn on or off the UPNP function of the device.
® Status: When the UPNP is offline, it shows as “Searching”. When the UPNP works it shows
“Success”
® Router LAN IP: Itis the router IP in the LAN.
WAN IP: It is the router IP in the WAN.
® Port Mapping list: The port mapping list here is the one to one relationship with the router’s
port mapping setting.

® Enable Switch ™ : : It shows that the function of port mapping is enabled in this port.

® |List:
<~ Service name: Defined by user.
<~ Protocol: Protocol type
< Internal port: Port that has been mapped in the router.
< External port: Port that has been mapped locally.
® Default: UPNP default port setting is the HTTP, TCP and UDP of the NVR.
® Add to the list: Click it to add the mapping relationship.
® Delete: Click it to remove one mapping item.
Double click one item; you can change the corresponding mapping information. See Figure 3-54.
Important:
When you are setting the router external port, please use 1024~5000 port. Do not use well-
known port 1~255 and the system port 256~1023 to avoid conflict.
For the TCP and UDP, please make sure the internal port and external port are the same to

guarantee the proper data transmission.
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ON
UPNP Status  |Searching

Router LANIP |0 . 0
WAN IP 0

Protocol Int.Port

37778
554
161
443

Default Add to the List Delete Cancel

Figure 3-53

I 8 @ PORT INFO I
Service Name s

Protocol TCP -

Int.Port 80
Ext.Port

Cancel

Figure 3-54

3.5.4.8 UPNP

The UPNP protocol is to establish a mapping relationship between the LAN and the WAN.

Please input the router IP address in the LAN in Figure 3-46. Double click the UPNP item in

Figure 3-47, you can see the following interface. See Figure 3-53.

® UPNP on/off : Turn on or off the UPNP function of the device.

® Status: When the UPNP is offline, it shows as “Unknown”. When the UPNP works it shows
“Success”

® Router LAN IP: Itis the router IP in the LAN.

WAN IP: It is the router IP in the WAN.

® Port Mapping list: The port mapping list here is the one to one relationship with the router’s
port mapping setting.

® Enable Switch ™ : : It shows that the function of port mapping is enabled in this port.

® List:
< Service name: Defined by user.

< Protocol: Protocol type
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< Internal port: Port that has been mapped in the router.

< External port: Port that has been mapped locally.
® Default: UPNP default port setting is the HTTP, TCP and UDP of the NVR.
® Add to the list: Click it to add the mapping relationship.
® Delete: Click it to remove one mapping item.
Double click one item; you can change the corresponding mapping information. See Figure 3-54.
Important:
When you are setting the router external port, please use 1024~5000 port. Do not use well-
known port 1~255 and the system port 256~1023 to avoid conflict.
For the TCP and UDP, please make sure the internal port and external port are the same to
guarantee the proper data transmission.

B UPNP

ON @
UPNP Status  [unknow
Router LANIP | 0
WAN IP 1]

Protocol Int.Port

37778

Default Add to the List Delete Cancel

Figure 3-55
B PORT INFO

Service Name
Protocol

Int.Port

Ext.Port

Cancel

Figure 3-56

3.5.4.9 Email
The email interface is shown as below. See Figure 3-57.
® SMTP server: Please input your email SMTP server IP here.
® Port: Please input corresponding port value here.
® User name: Please input the user name to login the sender email box.
® Password: Please input the corresponding password here.
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Sender: Please input sender email box here.

Title: Please input email subject here. System support English character and Arabic number.
Max 32-digit.

Receiver: Please input receiver email address here. System max supports 3 email boxes.
SSL enable: System supports SSL encryption box.

Interval: The send interval ranges from 0 to 3600 seconds. 0 means there is no interval.
Health email enable: Please check the box here to enable this function. This function allows
the system to send out the test email to check the connection is OK or not.

Interval: Please check the above box to enable this function and then set the corresponding
interval. System can send out the email regularly as you set here. Click the Test button, you
can see the corresponding dialogue box to see the email connection is OK or not. See
Figure 3-58.

Please note system will not send out the email immediately when the alarm occurs. When the
alarm, motion detection or the abnormity event activates the email, system sends out the email
according to the interval you specified here. This function is very useful when there are too many
emails activated by the abnormity events, which may result in heavy load for the email server.

55 EMAIL

SMTP Server |MailServer Port 25

Anonymous
User Name aee Password |ee

Receiver

Sender ii

Title DVR ALERT
Attachment [l

Encrypt Type [NONE
Health Enable

Interval 60

Default Cancel

Figure 3-57

I : @ Message I

Mail Test Error

Figure 3-58

3.5.4.10 FTP
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You need to download or buy FTP service tool (such as Ser-U FTP SERVER) to establish FTP
service.

Please install Ser-U FTP SERVER first. From “start” -> “program” -> Serv-U FTP Server -> Serv-
U Administator. Now you can set user password and FTP folder. Please note you need to grant
write right to FTP upload user. See Figure 3-59.

1 gery-U Administrator - << Local Server »> =10l
File Edit User VYiew ‘Window Help
BMXBo m=E| ke @@ 7
x x
EIU Senvll Servers L&} Accounll 2 General (3 DirAcosss |E P Accessl 14 UL/DL Rati 4 I L4
-2 << Local Server >
License
Settings
9 Activity
-l D omail e -
=) _E ormnaing [ Append
EE zhonghy [ Delet
] Settings v Delete
- Activity
I;f’_fg Users R Dlrectom.as:
1N g zhy ¥ List
L R GTORs ¥ Create
ﬁl? Remove
mr.:l—l irectories:
1V Inherit
5
Lidd Delete | Edit |
H Apply | ¥ Restore |
<< Local Server == [System Administratar] ‘ Down: 0.000 kBps § Up: 0.000 kBps | 3 of 32767 Sockets | 0 {0} Users ‘ Oxfers 2
Figure 3-59

You can use a PC or FTP login tool to test setup is right or not.
For example, you can login user ZHY to ._FTP://10.10.7.7. and then test it can modify or delete
folder or not. See Figure 3-60.

Internet Explorer @

? To log on to this FTP server, type a user name and password,
|

FTP server: 10.10.7.7
User name:
Password:

After you log on, you can add this server to your Favorites and return to it easily.

[[JLog on anonymously

[ Log On H Cancel

Figure 3-60

System also supports upload multiple NVRs to one FTP server. You can create multiple folders
under this FTP.

In Figure 3-539, select FTP and then double click mouse. You can see the following interface.
See Figure 3-61.

Please highlight the icon D) in front of Enable to activate FTP function.

Here you can input FTP server address, port and remote directory. When remote directory is
null, system automatically create folders according to the IP, time and channel.

User name and password is the account information for you to login the FTP.

Now you can set upload file length, picture upload interval, upload file channel, time and

type.
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ftp://10.10.7.7/

< File length is upload file length. When setup is larger than the actual file length, system
will upload the whole file. When setup here is smaller than the actual file length, system
only uploads the set length and auto ignore the left section. When interval value is 0,
system uploads all corresponding files.
< Atthe same time, you can set two periods, three record files for different channels.
® Click the Test button, you can see the corresponding dialogue box to see the FTP
connection is OK or not. See Figure 3-62.

Server IP . . . Port |21
User Name

Password Anonymous

Remote Directory File Length (0

Snapshot 2 sec.

Channel

Weekday Alarm  Motion Regular
Time Period 1

Time Period 2

Default

Figure 3-61

I : E Message I

FTP Test Connect Failed

Figure 3-62

3.5.4.11 Alarm center
It provides alarm center host IP, port and alarm upload time setup. The interface is reserved for

the users to develop this function. See Figure 3-63.
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I 8 @ ALARM SERVER I
Protocol Type

Server IP io . 1 . 0 . 2
Port 1

Everyday

Default Cancel

Figure 3-63

3.5.4.12 SNMP

SNMP is an abbreviation of Simple Network Management Protocol. It provides the basic network
management frame of the network management system. The SNMP widely used in many
environments. It is used in many network device, software and system.

You can set in the following interface. See Figure 3-64.

55, SNMP

SNMP Enable [ |
B B2
SNMP Port 161

Read-Community |public

Write-Community |private

Trap Address
Trap Port 162

Default Cancel

Figure 3-64

Please enable the SNMP function. Use the corresponding software tool (MIB Builder and MG-
SOFT MIB Browser. You still need two MIB file: BASE-SNMP-MIB, NVR-SNMP-MIB) to connect
to the device. You can get the device corresponding configuration information after successfully
connection.

Please follow the steps listed below to configure.
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® In Figure 3-64, check the box to enable the SNMP function. Input the IP address of the PC
than is running the software in the Trap address. You can use default setup for the rest
items.

® Compile the above mentioned two MIB file via the software MIB Builder.

Run MG-SOFT MIB Browser to load the file from the previous step to the software.

® Input the device IP you want to manage in the MG-SOFT MIB Browser. Please set the
corresponding version for your future reference.

® Open the tree list on the MG-SOFT MIB Browser; you can get the device configuration. Here
you can see the device has how many video channels, audio channels, application version
and etc.

Note

Port conflict occurs when SNMP port and Trap port are the same.

3.5.4.13 iSCsSI

In this interface, you can set to allow the ISCIS server to connect to the network storage server

and then save data on the specified network server. See Figure 5-46.

® Server IP: ISCSI server IP.

® Port: ISCSI server port. Default setup is 3260..

® Remote Storage: It is to set remote path. Click Storage path setting button to select.

Note

Each path is an iSCSI share disk. The path is already there when you created on the

server.

® Add: After you set server IP, port, user name, password and path, click Add button to add
new information on the list.

® Enable/Disable: Click enable/disable and then click OK to save.

55 ISCSI Seting

Type

Server IP . . . Port (3260

Remote Storage Storage Path Setting
User Name

Password Anonymous

Add Delete Modify

SN Status Server IP Port  User Name Remote Storage

|

Default

Figure 3-65

3.5.4.14 Cluster
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Cluster function: When the master device is malfunction the slave device can replace the master
device setup and virtual IP to monitor and record. There is no risk of record loss and can
guarantee proper real-time monitor function. After the master device resumed proper work, the
slave device continue working until you fix manually via the WEB.
During the whole period (master device proper working->malfunction->resume proper work), you
can use this virtual IP to login.

a) Settwo IP addresses for the main device. Please go to the main menu->Setting-

>Network to set. In this chapter you can set a virtual IP address.

Note:
The first IP is for cluster internal control(For interactive communications between the master
device and slave device .), the virtual IP address is for cluster external control (For external
network connection).

b) Click OK button, you can complete virtual IP setup. The master device can use the IP

address.
55 CLUSTER STTING
Bonding Interfaces |Ethernetl
IP Address 0 . 0
Subnet Mask .0
Gateway . 0
Default Cancel
Figure 3-66
3.5.5 Alarm

In the main menu, from Setting to Alarm, you can see alarm setup interface. See Figure 3-67.
® Alarm in: Here is for you to select channel number.
® Eventtype: There are four types. Local input/IPC external/IPC offline alarm.
» Local input alarm: The alarm signal system detects from the alarm input port.
» IPC external alarm: It is the on-off alarm signal from the front-end device and can
activate the local NVR.
» IPC offline alarm: Once you select this item, system can generate an alarm when the

front-end IPC disconnects with the local NVR. The alarm can activate record, PTZ, snap

and etc. The alarm can last until the IPC and the NVR connection resumes.
® Enable: Please you need to highlight this button to enable current function.
Type: normal open or normal close.

® Period: Itis to set local alarm period. System only enables local alarm in the specified period.
Click the Set button; you can select the business day and the non-business day. Please note
for the work day/free day setup and the specific work day setup, system just saves the latest

setup. For example, the work day ranges from 8:30-17:30 Monday to Friday, and then you

set the period 7:10-18:00 for Monday. So, the arm period of the Monday ranges from 7:10 to

18:00. Please highlight the corresponding button to enable this function.
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PTZ activation: When an alarm occurred, system can activate the PTZ operation. The PTZ

activation lasts an anti-dither period.

» In the Pan/Tilt/Zoom interface (Main menu->Setting-> Pan/Tilt/Zoom), please set video
channel, speed dome protocol and etc.

» Select the channel of current speed dome as current monitor video and the right click
mouse to select Pan/Tilt/Zoom item. Now you can set preset, tour pattern.

» In Figure 3-68, click “select” button, you can see an interface is shown as in Figure 3-69.
Here you can set the activation operation such as preset tour, pattern and enable.

Anti-dither: Here you can set anti-dither time. The value ranges from 5 to 600s. The anti-

dither time refers to the alarm signal lasts time. It can be seem as the alarm signal activation

stays such as the buzzer, tour, PTZ activation, snapshot, channel record. The stay time here
does not include the latch time. During the alarm process, the alarm signal can begin an anti-
dither time if system detects the local alarm again. The screen prompt, alarm upload, email
and etc will not be activated. For example, if you set the anti-dither time as 10 second, you
can see the each activation may last 10s if the local alarm is activated. During the process, if
system detects another local alarm signal at the fifth second, the buzzer, tour, PTZ
activation, snapshot, record channel will begin another 10s while the screen prompt, alarm
upload, email will not be activated again. After 10s, if system detects another alarm signal, it
can generate an alarm since the anti-dither time is out.

Alarm output: The number here is the device alarm output port. You can select the

corresponding ports(s) so that system can activate the corresponding alarm device(s) when

an alarm occurred.

Latch: When the anti-dither time ended, the channel alarm you select in the alarm output

may last the specified period. The value ranges from 1 to 300 seconds. This function is not

for other alarm activation operations. The latch is still valid even you disable the alarm event
function directly.

Show message: System can pop up a message to alarm you in the local host screen if you

enabled this function.

Alarm upload: System can upload the alarm signal to the network (including alarm centre

and the WEB) if you enabled current function. System only uploads the alarm channel status.

You can go to the WEB and then go to the Alarm interface to set alarm event and alarm

operation. Please go to the Network interface to set alarm centre information.

Send email: System can send out the alarm signal via the email to alert you when alarm

occurs.

Record channel: you can select proper channel to record alarm video (Multiple choices).

» You need to set alarm record mode as Schedule in Record interface (Main Menu-
>Advanced->Record). Please note the manual record has the highest priority. System
record all the time no matter there is an alarm or not if you select Manual mode.

» Now you can go to the Schedule interface (Main Menu->Setting->Schedule) to set the
record type, corresponding channel number, week and date. You can select the record
type:Regular/MD/Alarm/MD&Alarm. Please note, you can not select the MD&Alarm and
MD(or Alarm) at the same time.

» Now you can go to the Encode interface to select the alarm record and set the encode
parameter (Main Menu->Setting->Encode).

» Finally, you can set the alarm input as the local alarm and then select the record
channel. The select channel begins alarm record when an alarm occurred. Please note
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system begins the alarm record instead of the MD record if the local alarm and MD
event occurred at the same time.
® Tour: Here you can enable tour function when alarm occurs. System supports 1/8-window
tour. Please go to chapter 3.5.7 Display for tour interval setup. Please note the tour setup
here has higher priority than the tour setup you set in the Display interface. Once there two
tours are both enabled, system can enable the alarm tour as you set here when an alarm
occurred. If there is no alarm, system implements the tour setup in the Display interface.
® Buzzer: Highlight the icon to enable this function. The buzzer beeps when alarm occurs.

Please highlight icon O to select the corresponding function. After setting all the setups
please click save button, system goes back to the previous menu.

ALARM

Event Type Local Alarm |~ Alarm In 1 -

Enable [ | Type Normal Open |~

Period Set Anti-dither
Alarm Out Latch

Show Message [l Alarm Upload Send Email
B Record Channel [ Select

PTZ Activation Select Delay

Tour Select

Buzzer

Figure 3-67

B PTZ Activation

5 |None
9 [None
13 |None
17 [None
21 |None

25 [None
29 |None

ElEIEIEIGIEIEIE
ol [=] [=] [=] [<] [=] [<] [
ol [=] [=] [=] [<] [=] [<] [
ol [=] [=] [=] [<] [=] [<] [

Cancel

Figure 3-68
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".\ Set

Paste Default Cancel

Figure 3-69

Tr.\ Set

Work Day

Free Day

Cancel

Figure 3-70

3.5.6 Detect

Go to Detect Menu

In the main menu, from Setting to Detect, you can see motion detect interface. See Figure

3-71.There is three detection types: motion detection, video loss, camera masking.

® The video loss has no detection region and sensitivity setup and camera masking has no
detection region setup.

® You can see motion detect icon if current channel has enabled motion detect alarm.

® You can drag you mouse to set motion detect region without Fn button. Please click OK
button to save current region setup. Right click mouse to exit current interface.

Motion Detect

Detection menu is shown as below. See Figure 3-71.

® Eventtype: From the dropdown list you can select motion detection type.

® Channel: Select a channel from the dropdown list to set motion detect function.

® Enable: Check the box here to enable motion detect function.

® Region: Click select button, the interface is shown as in Figure 3-72. Here you can set
motion detection zone. There are 396(PAL)/330(NTSC) small zones. The green zone is
current cursor position. Grey zone is the motion detection zone. Black zone is the disarmed
zone. You can click Fn button to switch between the arm mode and disarm mode. In arm
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mode, you can click the direction buttons to move the green rectangle to set the motion
detection zone. After you completed the setup, right click mouse to exit current setup. Do
remember click save button to save current setup. If you click ESC button to exit the region
setup interface system will not save your zone setup.

® Sensitivity: System supports 6 levels. The sixth level has the highest sensitivity.

® Period: Click set button, you can see an interface is shown as in Figure 3-74. Here you can
set for business day and non-business day. In Figure 3-74 click set button, you can see an
interface is shown as in Figure 3-75. Here you can set your own setup for business day and
non-business day.

® Anti-dither: System only memorizes one event during the anti-dither period. The value
ranges from 5s to 600s.

® Alarm output: when an alarm occurs, system enables peripheral alarm devices.

® Latch: when motion detection complete, system auto delays detecting for a specified time.
The value ranges from 1-300(Unit: second)

® Show message: System can pop up a message to alarm you in the local host screen if you
enabled this function.

® Alarm upload: System can upload the alarm signal to the network (including alarm centre)
if you enabled current function.

® Send email: System can send out email to alert you when alarm occurs.

® Record channel: System auto activates motion detection channel(s) to record once an alarm
occurs. Please make sure you have set MD record in Schedule interface(Main Menu-
>Setting->Schedule) and schedule record in manual record interface(Main Menu-
>Advanced->Manual Record)

® PTZ activation: Here you can set PTZ movement when alarm occurs. Such as go to preset
when there is an alarm. Click “select” button, you can see an interface is shown as in

Figure 3-73. Click PgUp/PgDn to set more channels.

® Record Delay: System can delay the record for specified time after alarm ended. The value
ranges from 10s to 300s.

® Tour: Here you can enable tour function when alarm occurs. System one-window tour.
Please go to chapter 3.5.7 Display for tour interval setup.

Please highlight icon 0 to select the corresponding function. After all the setups please click
save button, system goes back to the previous menu.

Note:

In motion detection mode, you can not use copy/paste to set channel setup since the video in
each channel may not be the same.

In Figure 3-72, you can left click mouse and then drag it to set a region for motion detection.
Click Fn to switch between arm/withdraw motion detection. After setting, click enter button to exit.
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Event Type
Enable

Region

Period
Alarm Out

Show Message

Record Channel
PTZ Activation

Tour

Buzzer

Motion Detect |~

Select

Set

Alarm Upload
Select
Select

Select

DETECT

Channel

Sensitivity

Anti-dither
Latch
Send Email

Delay

Cancel

Figure 3-71

5 |None
9 [None
13 [None
17 [None
21 [None

25 |None
29 |None

ol o o] o] O] |o] o] [

Figure 3-72

PTZ Activation

ol o o] o] O] |o] o] [

Qo o |2 O | | <
Qo o |2 O | | <

Cancel

Figure 3-73
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Video Loss

a7, Set

Default

Figure 3-74

Tr.\ Set

Work Day
Free Day

Cancel

Figure 3-75

In Figure 3-71, select video loss from the type list. You can see the interface is shown as in
Figure 3-76.This function allows you to be informed when video loss phenomenon occurred.
You can enable alarm output channel and then enable show message function.

Tips:

You can enable preset/tour/pattern activation operation when video loss occurs.

R DETECT

Event Type Video Loss |~ Channel
Enable

Period
Alarm Out Latch

Show Message Alarm Upload Send Email
Record Channel Select

PTZ Activation Select Delay

Tour Select

Buzzer

Figure 3-76
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Camera Masking

When someone viciously masks the lens, or the output video is in one-color due to the
environments light change, the system can alert you to guarantee video continuity. Camera
masking interface is shown as in Figure 3-77. You can enable alarm output channel and then
enable show message function.

Tips:

You can enable preset/tour/pattern activation operation when video loss occurs.

Note:
In Detect interface, copy/paste function is only valid for the same type, which means you can
not copy a channel setup in video loss mode to camera masking mode.

R) DETECT

Event Type Camera Maski| = Channel
Enable

Period
Alarm Qut Latch
Show Message Alarm Upload Send Email

Record Channel Select

PTZ Activation Select Delay

Tour Select

Buzzer

Cancel

Figure 3-77

3.5.7 Display

Display setup interface is shown as below. See Figure 3-78.

Channel name: Here is for you to modify channel name. System max support 25-digit (The
value may vary due to different series). Please note all your modification here only applies to
NVR local end. You need to open web or client end to refresh channel name.

Time display: You can select to display time or not when system is playback.

Channel display: You can select to channel name or not when system is playback.

Screen mode: The NVR724 series is the multiple-screen output. It is to view the output
screen number and its resolution.

Screen2 display: Check the box here to display the second screen. The second screen can
realize 4-channel decode in one window.

Screen No.: You can select from the dropdown list.

Resolution: There are two options: 1280720, 1280><1024(default), 1920><768, 1920x1080.
Please note the system needs to reboot to activate current setup.

Enable tour: Activate tour function.

Interval: System supports 1/4/8/9/16/25/36/64-window tour. The 2™ screen supports 1/4-
window only. Input proper interval value here. The value ranges from 5-120 seconds. In tour
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process, you can use mouse or click Shift to turn on window switch function. Stands for

opening switch function, stands for closing switch function.

® Monitor tour type: System support 1-window tour.

® Alarm tour type: System support 1-window tour.

® Encode mode: You can use this function for different environments when the device has HD
decode card. Decode display: The HD decode card decodes the data and then display on
the screen 3 to screen 6.

Please highlight icon 0 to select the corresponding function.
After completing all the setups please click save button, system goes back to the previous menu.

Iz DISPLAY

Channel Name Modify

Time Display Channel Display [l
Screen Mode HDMI1 + HDMI2 | ~| Screen No.2 Display
Screen No. Scr1(HDMIT) ~| Resolution 1280x1024

Interval

Enable Tour Scri
Motion Tour Type |[View 1 ~| Alarm Tour Type [View 1

Default

Figure 3-78

In Figure 3-78, click modify button after channel. You can see an interface shown as in Figure
3-79. Click PgUp/PgDn to view more channels. Please note all your modification here applies to
local end only. You need to refresh web or client-end to get the latest channel name. System
max support 25-digital character.

fﬁ Channel Name

Channell Channel2
Channel3 Channel4
Channel5 Channel6
Channel? Channel8
Channel9 Channel10
Channel11 Channel12
Channell13 Channel14
Channel1s Channel16

PrePage NextPage | 1/16(Page/Total) GoTo |1 GO

Default sync Save Cancel

Figure 3-79
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In tour mode, you can see the following interface. On the right corner, right click mouse, you can

control the tour. There are two icons: stands for enabling window switch and stands for

disabling window function. See Figure 3-80.

€D 2€06-07-04 17:29:34
CAM 1 ICAM 2

Figure 3-80
3.5.8 Default

Click default icon, system pops up a dialogue box. You can highlight 0 to restore default factory
setup. See Figure 3-81.
Select all

General

Schedule

RS232

Network

Alarm

Detect

Display

Channel name

Remote device
5% DEFAULT

Please select setting entries that you want to default.

Select all

GENERAL ENCODE
SCHEDULE RS232
NETWORK ALARM

DETECT PAN/TILT/ZOOM
DISPLAY CHANNEL NAME
REMOTE DEVICE

Cancel

Figure 3-81

Please highlight icon 0 to select the corresponding function.

After all the setups please click OK button, system goes back to the previous menu.
Warning!
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System menu color, language, time display mode, video format, IP address, user account will not
maintain previous setup after default operation!

3.6 Remote Device

In the main menu, click the Remote Device icon to go to the corresponding interface.

The remote device interface is shown as in Figure 3-82.

® Device search: Click it to search IP address.

® Add: Click it to connect to the selected device and add it to the Added device list. Support
Batch add.

® Show filter: You can use it to display the specified devices from the added device.

Delete: Please select one device in the Added device list and then click it to remove.

® Manual add: Click it to add the IPC manually. The default port number is 37777 if the
manufacture is Private. The default user name is admin and password is admin.

® Edit: Click Edit button @ you can go to Figure 3-83. Here you can change the searched IP

address. Please note this function is for IP from private manufacturer.
Yk REMOTE DEVICE

Edit IP Address Port Device ID Manufacturer T
1 B 172.12.1.246 37777 (ZC2LW0400002( Private PC-HDE

4 »

IP Search Show Filter |C-HDBW3202 ~

Added Device

Channel Edit Delete Status IP Address Pon
172.12.2.2 37777
172.12.2.51 37778
172*.12.2.51 37778
172.12.2.51 37778
172.12.2.51 37778

Delete Manual Add

Figure 3-82

el IP Setting

IP Address 172
Subnet Mask [255

Gateway 172

OK

Figure 3-83
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Click the Manual Add button; you can go to the following interface. See Figure 3-84.

This series product max supports 32-channel standard definition video/high definition non-real-
time video and the transmission rate is 1mbps per channel. It can also max supports 4-channel
high definition video and the transmission rate is 8mbps. The delay time of each channel is

below 500ms.

This series product supports the IPC from many popular manufactures such as Sony, Hitachi,

Axis, Samsung, and Dahua.

Manufacturer
IP Address
TCP Port

User

Password

TotalChannel
Remote Channel
LocalChannel

Decoder Buffer

3.7 Advanced

Manual Add

Private
192.168.0.0
37777
admin

ssses Connect

Cancel

Figure 3-84

Double click advanced icon in the main window, the interface is shown as below. See Figure
3-85. There are total eight function keys: HDD manager, alarm output, abnormity, manual record,
account, auto maintenance, configuration backup and RAID manager.

HDD MANAGER

7
20°.
RECORD

CONFIG BACKUP

ADVANCED

_Ew

error,

L

ABNORMALITY
2

&

ACCOUNT
|=—
== )

RAID MANAGER

Figure 3-85

<
<@

ALARM OUTPUT

£

AUTO MAINTAIN
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3.7.1 HDD Manager

Here is for you to view and implement hard disk management. See Figure 3-86.

You can see current HDD type, status, capacity and record time. When HDD is working properly,

system is shown as O. When HDD error occurred, system is shown as X.

® HDD operation: You can select HDD mode from the dropdown list such as read-only or you
can erase all data in the HDD. Please note system needs to reboot to get all the modification
activated.

| HDD MANAGE

Disk Name Physical Position Type HDD Group Status
sdb main board-6 Read/Write 1 < MNormal

sde main board-7 Read/Write 2
sdd main board-10 Read/Write 1
md0 - Read/Write -
sda ISCSI Storage Pool-1 Read/Write 2

Normal
MNormal
Error
Normal

-
-
-
-

|

PrePage || NextPage HDD Channel Format
OK Cancel

Figure 3-86

For the HDD group setup operation, please note:

® Each channel’s records can be stored into the specified HDD Group.

® FEach HDD Group is corresponding to several hard disks, while one hard disk is only
included in one HDD Group.

® Each channel is only corresponding with one HDD Group, while one HDD Group can
store records from several channels.

® HDD Group is only available for read-write HDD, other types of hard disks cannot be set
as HDD Group.

HDD Setting

Click the button “HDD Setting” in Figure 3-86, system will pop up an interface as below. See

Figure 3-87.

The number of hard disk from 1 to 24 is shown in the “HDD No.” column (The following interface

for reference only. It depends on the HDD amount you device supported.). If the HDD number is

highlighted, it means this interface have access to the hard disk, otherwise it does not have

access to the hard disk.

The “HDD Group” column lists the HDD Group number of current hard disk.

When you are setting the HDD Group, please choose the corresponding HDD Group number

from the dropdown list and save the settings.
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= HDD MANAGE

Disk Name Physical Position Type HDD Group Status
sdb main board-6 Read/Write 1 - Normal

sde main board-7 Read/Write E a3 4] Normal
sdd main board-10 Read/Write 56|/ 7/[8| Mormal
md0 Read/Write 9|10 1112 Error

sda ISCSI Storage Pool-1 Read/Write 13 [14/[15/16] Mormal
17/(18/(19/[20
121)[22)[23/[24]

7 | |

PrePage || NextPage HDD Channel || Format
OK Cancel

Figure 3-87

Important
HDD group here refers to the HDD port number it does not change in case you replace the HDD.

HDD Channel Setting

Click the button named with “Channel Setting” in Figure 3-86, system will pop up an interface

shown as in Figure 3-88.

Channel:: Here you can view the channel amount of the NVR.

Group name: It is the serial number of the HDD group management. If you set HDDs as group 1

and group 2, you can see there are only two HDD group numbers: Group 1 and Group 2.

Important

® Please make sure you have set HDD group for each channel, otherwise you can not save
current setup!

® Once you change the HDD Group settings, system will pack the records and then begin
record again!

® After you removed one HDD channel group, corresponding channel record will be saved on
the HDD of the same group.

All Group

Figure 3-88

3.7.2 Abnormality
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Abnormality interface is shown as in Figure 3-89.

Event type: There are several options for you such as disk error, no disk, disconnection,
IP conflict, MAC conflict, redundant power and etc.

Alarm output: Please select alarm activation output port (multiple choices).

Latch: Here you can set corresponding delaying time. The value ranges from 1s-300s.
System automatically delays specified seconds in turning off alarm and activated output after
external alarm cancelled.

Show message: system can pop up the message in the local screen to alert you when
alarm occurs.

Alarm upload: System can upload the alarm signal to the network (including alarm centre)
if you enabled current function.

Send email: System can send out email to alert you when alarm occurs.

Buzzer: Highlight the icon to enable this function. The buzzer beeps when alarm occurs.
== ABNORMALITY

Event Type No Disk
Enable |

Alarm Qut Latch

Show Message [l Alarm Upload Send Email

Buzzer

Cancel

Figure 3-89

3.7.3 Alarm Output
Here is for you to set proper alarm output.

Please highlight icon 0 to select the corresponding alarm output.

After all the setups please click OK button, system goes back to the previous menu. See Figure
3-90.

’Q ALARM OUTPUT

Alarm Type 1234586 78
Schedule LA NN NN N N

Manual

Stop

Status

Cancel

Figure 3-90
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3.7.4 Manual Record
Note:
You need to have proper rights to implement the following operations. Please make sure the
HDD has been properly installed.
3.7.4.1 Manual record menu
Right click mouse on the preview mode or in the main menu, from Advanced->Manual
Record, you can see manual record menu is shown as in Figure 3-91. You can click the
PgUp/PgDn button to view more channels.
3.7.4.2 Basic operation
There are two modes: main stream and extra stream. There are three statuses:
schedule/manual/stop. Please highlight icon “O” to select corresponding channel.
® Manual: The highest priority. After manual setup, all selected channels will begin ordinary
recording.
® Schedule: Channel records as you have set in recording setup (Main Menu->Setting-
>Schedule)
® Stop: All channels stop recording.

= RECORD

9 10 11 12 13 14 15 16

Schedule
Manual

Schedule

Manual

Stop

PrePage NextPage Cancel

Figure 3-91
3.7.4.3 Enable/disable record
Please check current channel status: “o” means it is not in recording status, “¢” means it is in
recording status.

You can use mouse or direction key to highlight channel number. See Figure 3-92.
= RECORD

9 10 11 12 13 14 15 16

Schedule

Manual

Schedule

Manual

Stop

PrePage NextPage Bered

Figure 3-92
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3.7.4.4 Enable all channel recording

Highlight o below All, you can enable all channel recording.

® All channel schedule record

Please highlight “ALL” after “Schedule”. See Figure 3-93.

When system is in schedule recording, all channels will record as you have previously set
(Main menu->Setting->Schedule).

The corresponding indication light in front panel will turn on.

figs RECORD

Mode Al 1 2 3 & 5 7 8 9 10 11 12 13 14 15 16
Schedule ® ® ® & & & & & 9 @
Manual

Stop

Schedule ® @ ® & & & ® & 9 9
ELTE

Stop

Pg/Up Pg/MDw

Figure 3-93

® All channel manual record

Please highlight “ALL” after “Manual.” See Figure 3-94.

When system is in manual recording, all scheduled set up you have set in will be null (Main
menu->Setting->Schedule)).

You can see indication light in front panel turns on, system begins manual record now.

B2 RECORD

Mode Al 1 2 3 4 5 7 8 9 10 11 12 13 14 15 16
Schedule
ELE L N ® & & & & & ® & & " " ">

Stop

Schedule
Manual @& @ ® @ & & 9 & 9 9 " " P " 90

R

Stop

Pg/Up Pg/Dw

Cancel

Figure 3-94

3.7.4.5 Stop all channel recording
Please highlight “ALL” after “Stop”. See Figure 3-95.
System stops all channel recording no matter what mode you have set in the menu (Main
menu->Setting->Schedule)
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fird RECORD

Mode 2 3 5 5 g€ 9 10 11 12 13 14 15 16
Schedule
[ ELIVE]
Stop ® ® ® ® & ® » » & » " " 0

Schedule
Manual
Stop ® & & 2 9 " " """ O " D

Pg/Up Pg/Dw

Cancel

Figure 3-95

3.7.5 Account

Here is for you to implement account management. See Figure 3-96. Here you can:

Add new user
Modify user

Add group
Modify group
Modify password.

For account management please note:

For the user account name and the user group, the string max length is 6-byte. The
backspace in front of or at the back of the string is invalid. There can be backspace in the
middle. The string includes the valid character, letter, number, underline, subtraction sign,
and dot.

System account adopts two-level management: group and user. No limit to group or user
amount.

For group or user management, there are two levels: admin and user.

The user name and group name can consist of eight bytes. One name can only be used
once. There are four default users: admin/888888/666666 and hidden user “default”. Except
user 6666, other users have administrator right.

Hidden user “default” is for system interior use only and can not be deleted. When there is
no login user, hidden user “default” automatically login. You can set some rights such as
monitor for this user so that you can view some channel view without login.

One user should belong to one group. User right can not exceed group right.

About reusable function: this function allows multiple users use the same account to login.

After all the setups please click save button, system goes back to the previous menu.
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B ACCOUNT

Status

Login Local
Normal
Login Met
Default User

Add User | | Modify User
Add Group | | Modify Group | | Modify Password

Figure 3-96

3.7.5.1 Modify Password
Click password button, the interface is shown as in Figure 3-97.
Here you can modify account password.

Please select the account from the dropdown list, input the old password and then input the new

password twice. Click the Save button to confirm current modification.

For the users of user account right, it can modify password of other users.
%\ﬂ Modify Password

888888
Old Password
New Password

Confirm

Cancel

Figure 3-97
3.7.5.2 Add/Modify Group
Click add group button, the interface is shown as below. See Figure 3-98.
Here you can input group hame and then input some memo information if necessary.
There are total 29 rights. The modify group interface is similar to the Figure 3-98.
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oy Add Group

MName
Memo

1 | Control Panel
Shutdown the Device
Monitor
Replay
RECORD
BACKUP
Hardisk Management
Pan/Til¥Zoom Control
User Account
Query System Info
Alarm IO Config
System Conlfig
Query Log Info

Claae | s

'4 Page Up ™! Page Down r» Enable/Disable Authority

2
3
4
5
6
7
8
9

WK = o

=

Save Cancel

Figure 3-98

3.7.5.3 Add/Modify User
Click add user button, the interface is shown as in Figure 3-99.
Please input the user name, password, select the group it belongs to from the dropdown list.
Then you can check the corresponding rights for current user.
For convenient user management, usually we recommend the general user right is lower than
the admin account.
The modify user interface is similar to Figure 3-99.

??r}'i Add User

Reuseable
Password Confirm
Memo
Group

29
Control Panel
Shutdown the Device
Monitor
Replay
RECORD
BACKUP
+ Hardisk Management
v Pan/TilVZoom Control
User Account
~ Query System Info

2 Alarra LY Caedis

!4 Page Up M Page Down rn Enable/Disable Authority

1
2
]
4
5
&
7
8

Save Cancel

Figure 3-99
3.7.6 Auto Maintain
Here you can set auto-reboot time and auto-delete old files setup. You can set to delete the files
for the specified days. See Figure 3-100.
You can select proper setup from dropdown list.
After all the setups please click save button, system goes back to the previous menu.
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AUTO MAINTAIN

Every Tuesda|~| at |02:00

Never

Cancel

Figure 3-100

3.7.7 Config Backup
The configuration file backup interface is shown as below. See Figure 3-101.
This function allows you to copy current system configuration to other devices or import
configuration from USB devices. .

& CONFIG BACKUP

Device Name |sdj1{USB DISK) |~ Refresh
Total Space  |7.21 GB Free Space  |5.30 GB

Address

Name Size Type Del|«
update.bin 50.73MB File :

resDIl.dIl 808.0 KB File
autorun.inf 24 B File
skin.ini 4.3 KB File
chs.ini 4.1 KB File
AmrDIlLdll 64.0KB File
DllDeinterlace.dll 19.5 KB File
AACDecoder.dll 61.0KB File
diih264.dli 108.5 KB File
jpegdec.dll 35.0KB File
MP3Decoder.dll 57.5 KB File
diimpeg4.dll 124.5 KB File
dhplay.dll 190.5 KB File

4 1

p |
p !
b
b

R E R R EEE

bl I

New Folder Format IMPORT EXPORT

Figure 3-101

3.7.8 RAID Manager
This interface is for you to manage RAID disk, display RAID name, type, free space, total space,
status and etc. You can add or delete RAID disk here. See Figure 3-102.

69



= RAID MANAGER

Raid Name Level / Status
Raid0 1.36 TB/1.36 TB

I || R

Delete Hotspare Manager Cancel

Figure 3-102

Click Hotspare manager button in Figure 3-102, you can go to the following interface to add or
delete hotspare disk. See Figure 3-103.

Hotspare Disk Manager

Level |Global -

Sub-disk Physical Position Capacity Info
sdc main board-6 930.51 GB

Sub-disk Physical Position Capacity Info Raid Name  Level

Figure 3-103

3.8 Backup

In this interface, you can backup record file to the USB device.
a) Connect USB burner, USB device, or portable HDD and etc to the device.
b) From Main menu->Backup, you can go to the Backup interface. See Figure 3-104. Here
you can view detected backup device total space and current status.

70



) BACKUP

Detect Backup Erase

Figure 3-104

c) Select backup device and click Backup button to go to the backup interface.

d) Click Browse button, you can view folders of connected device.

e) Set channel, file start time and end time. Click add button, system begins search. All
matched files are listed below. System automatically calculates the capacity needed
and remained. See Figure 3-105.

f) System only backup files with a v before channel name. Click start button, you can
backup selected files. At the same time, the start button becomes stop button. You can
view the remaining time and process bar at the left bottom. When the system completes
backup, you can see a dialogue box prompting successful backup.

Device Name |5dj1{USB DISK)
Backup Path |/NVR/2012-1-1/
Type All -|  |Main St ¥| Channel|1
StatTime  [@) (2012 - 01 - 01 [00: 00 : 00
End Time :@\ 2012 -01-01 |22:18: 09
v| CH Type Start Time End Time

Browse
~| File Format |DAV
RemoveAll Add
Onekey Backup
Size(KB

Note:

<

1
2
3
4
5
6
7
8

JERIEEIEISKIKEE] S

Space Required /

10 VDVDDVDIDD0TDDD

12-01-01 03:10:24
12-01-01 03:11:53
12-01-01 04:02:14
12-01-01 04:37:11
12-01-01 05:12:13
12-01-01 05:47:25
12-01-01 06:22:24
12-01-01 06:57:21
12-01-01 07:32:07
12-01-01 08:06:30
12-01-01 08:13:18
12-01-01 08:47:20

An ona Ad Am oAs an

12-01-01 03:10:25
12-01-01 04:02: 14
12-01-01 04:37:11
12-01-01 05:12:13
12-01-01 05:47:24
12-01-01 06:22:24
12-01-01 06:57:21
12-01-01 07:32:07
12-01-01 08:06:30
12-01-01 08:13:18
12-01-01 08:47:20
12-01-01 09:23:49
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Space Remaining:88.65 GB/5.30 GB

Figure 3-105
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® |[f there is any error during the backup process such as there is no backup device, you
can see the corresponding dialogue box.

® The file name format usually is: Channel number+Record type+Time. In the file name,
the YDM format is Y+M+D+H+M+S. File extension name is .dav.

3.9 Shutdown

Double click shutdown button, system pops up a dialogue box for you to select. See Figure 3-106.
Logout menu user: log out menu. You need to input password when you login the next time.
Restart application: reboot device.

Shutdown: system shuts down and turns off power.

Restart system: system begins rebooting.

® Switch user: you can use another account to login.

If you shut down the device, you can see system begins saving data and then shut down.

Please note, you can view the corresponding dialogue box if you have no right to turn off the
device.

VS SHUTDOWN

L]

Logout menu user M

Password is needed to re-enter the menu

after logout.

oK Cancel

Figure 3-106

3.10 IPC Upgrade

This interface is to upgrade the network camera. Check the device you want to upgrade and then
select the upgrade file. Click Upgrade button to begin.
You can see the corresponding dialogue box after the upgrade is finish. See Figure 3-107.
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8 IPC UPGRADE

Upgrade File |; Browse

Upgrade Device{0/29) Type None|~

Channel Status IP Address Port Manufacturer Device Ty~
16 @ 172.12.2.142 37777 Private

17 @ 172.12.2.132 37777 Private
18 @ 172.12.2.95 37777 Private
19 . 172.12.3.109 37777 Private
20 , 172.12.2.89 37777 Private
21 - 172.12.2.99 37777 Private
22 . 172.12.3.204 37777 Private
23 X 172.12.1.253 37777 Private
24 @ 172.12.1.115 37777 Private
25 - 172.12.2.147 37777 Private
26 - 172.12.2.113 37777 Private
27 @ 172.12.2.16 37777 Private
28 ® 172.12.2.30 37777 Private
29 ® 172.12.2.17 37777 Private

L I | [

If the upgrade operation failed, please check the IPC is online or not. Start Upgrade

Figure 3-107



4 System Upgrade

There are two ways for you to update the NVR: you can use update tool of the Windows or the

flash drive.

Please visit our website or contact our technical engineer to get the update tool for Windows.
You can use REC upgrade or ConfigTool. Please update manually if the ConfigTool can not find

the device.

Please follow the steps listed below to use the REC Upgrade tool. See Figure 4-1.

1)

2)

3)

Open the update tool and input device IP address and TCP port value (Usually it is 3777).
The application layer software did not enable successfully if you can not update via port
3777. Then you can use port 3800 to update.

Click the Login button on the right side, system pops up a dialogue box. Here you can input
user name (admin) and password (admin). Click the OK button, you can login. And you can
see the Login button becomes Logout.

Click the Open files button and then select the upgrade file, click the BIOS button to update.

<% DYR Upgrade Tool Yerl.16 § =10 x|

I Open filesl IC:\Documents and Settings\General NVR
[10 .43 .0 .95 [3T777 Logout |

Current progress

EXE l Bios | feb I Boot l E-‘.vthl Fr:nntJ LcnguJ

L

Figure 4-1

Or, you can use the flash drive to update. Please copy the update file to the flash drive and make
sure the update file is update.bin. Insert the flash drive to one of the USB port. From the Main
menu-Info->Version, click the Start button to begin update. See Figure 4-2. Please note the
following figure is based on our 128-channel series product and it is for reference only.

& VERSION

Channels 128

AlarmIn 16

Alarm Qut 8

System  3.200.0002.0
Build Date 2013-07-16

Web 2470

Serial No. PA3EQ02700243

If you need to upgrade system now,please insert USB upgrade dislk.then press the start
button to start upgrade.Don't shut down the power during upgrade!

Figure 4-2
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5 WEB OPERATION

5.1 General Introduction

The device web provides channel monitor menu tree, search, alarm setup, system setup, PTZ
control and monitor window.
5.1.1 Preparation

Before log in, please make sure:

® PC and NVR connection is OK.

® You have set PC IP address, NVR IP address, subnet mask and gateway. (Please set the IP
address of the same section for the PC and NVR. Please input corresponding gateway and
subnet mask if there are routers.) This series product max supports 4 network adapters. The
default setup is eth1:192.168.1.108, eth2:192.168.1.101, eth3:192.168.1.102 and
eth4:192.168.1.103.

® Use order ping *** *** xxx x%(NVR |P address) to check connection is OK or not.

5.1.2 Login
Open the IE and then input the NVR IP address in the address column.
For example, if your NVR IP address is 10.10.3.16, then please input http:// 10.10.3.16 in IE
address column. See Figure 5-1.

‘€ Blank Page - Windows Internet Explorer g@
2

- | boltibnk

A

g€ Input IP
T P B-8 & Brme- G- address here.

€ Internet H100% -

Figure 5-1 IE Interface

System pops up warning information to ask you whether install webrec.cab control or not. Please
click yes button.
If you can’t download the ActiveX file, please modify your settings as follows. See Figure 5-2.
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General| Security |Privacy Conkent | Connections

Programs | Advanced

Select a zone ko view or change security setkings.
(&) . /s &
Intermet Local intranet Trusted sites %
< >
Internet
. . . Sikes
This zone is for Inkernet websites, =
except those listed in trusted and
restricted zones.
Security level For this zone
Allowed levels For this zone: Medium to High
- | - Medium-high
N - - Appropriate for most websites
I iy - Prompts before downloading potentially unsafe
content
- Unsigned activer controls will not be downloaded
Custom level. .. Default level
Reset all zones to default level

Ok, ][ Cancel H

Apply

|

Security Settings - Internet Zone

Seftings

() Disable
{(*) Enable
|#| Dowinload signed Activel contrals (nok secure)
) Disable
{*) Enable (not secure)
) Prompt (recommended)
|#| Download unsigned Activel contrals (nok secure)
() Disatle (recommended)
{*) Enable (not secure)
) Prompt
|#| Initialize and script Activer controls nat marked as safe for s
() Disatle (recommended)
(%) Enable (not secure)
) Prompt
|#| Run ActiveX controls and plug-ins

=2

Y Adriricke skar smmeauad b
< | >
*Takes effect after vou restart Inkernet Explarer
Reset custom settings
BEsetto: | pedium-high (default) v| [ Rt |
I K l [ Cancel

l

X

Figure 5-2 IE Safety Setup

After installation, the interface is shown as below. See Figure 5-1.

Please input your user name and password.

Default factory name is admin and password is admin.
Note: For security reasons, please modify your password after you first login.

WEB SERVICE

Usemame : |

Password : [

Type &

|TCP
(<) LAN O WAN

|

Login

Cancel |

5.2 LAN Mode

Figure 5-1

For the LAN mode, after you logged in, you can see the main window. See Figure 5-2.
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Q Jv @ 10.15.6.252 v| 4 x| @

Flo Edit Vew Favrites Todls belp

¢ Favorkes  EPREVIEW

000
000
speear-2) [EED
© 0
© 0
-0

Image Setup Relay-out
«x -2l

osl—a

a8al—a

L L] L]

o= =088 H 8 B 8 B G

Copyright 2013 All Rights Reserved.

Figure 5-2

This main window can be divided into the following sections.

Section 1: there are five function buttons: Live (chapter 5.3) , setup (chapter 5.7), info
(chapter 5.8) , playback (chapter 5.9), alarm (chapter 5.10), and logout (chapter 5.11).
Section 2: There are connected channel numbers. Please refer to Figure 5-3 for main
stream and extra stream switch information.

[ CAN 1 M

& Main Stream
Suh Stream

E1CAM 2

Figure 5-3

® Section 3: Start talk button.

You can click this button to enable audio talk. Click [ ¥ ] to select bidirectional talk mode.
There are two options: DEFAULT/G711a. After you enable the bidirectional talk, the Start talk
button becomes End Talk button and it becomes yellow. See Figure 5-4.

I_:RIMITEIH | =
[| DEFALLT
G114

Figure 5-4
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® Section 4: Instant record button. Click it, the button becomes yellow and system begins
manual record. See Figure 5-5. Click it again, system restores previous record mode.

A Instant Record

Figure 5-5

® Section 5: Local play button.

The Web can playback the saved (Extension name is dav) files in the PC-end.

Click local play button, system pops up the following interface for you to select local play file. See
Figure 5-6.

Open
Lookin: | (<} Deskiop =l - & ex B

@My Documents 22 Morton Antivirus -"_« ni0C

:@My Computer @Think\fantage Technologies Fsecu

@y Network Places 138 wireless Manager :

B access 1BM ()2008_04_08

N a0L Double-Click to Start =1

I‘gﬁarthLink Internet 30 Days Free lﬂ CCF09042008_00000

£ | I > |
File name: |
Files of type: IRecord files [*.7) L] Cancel

Figure 5-6

® Section 6: Zero-channel encode: Click it to view multiple-channel in one channel. There are
two screens.

® Section 7: From the left to the right ,you can see video quality/fluency/ full screen/1-
window/4-window/6-window/8-window/9-window/13-window/16-window/20-window/25-
window/36-window.. You can set video fluency and real-time feature priority.

® Section 8: PTZ operation panel. Please refer to chapter 5.4 for detailed information.

® Section 9: Image setup and alarm setup. Please refer to chapter 5.5 for detailed information.

5.3 Real-time Monitor

In section 2, left click the channel hame you want to view, you can see the corresponding video
in current window.

On the top left corner, you can view device IP(10.10.6.129), channel number(1), network monitor
bit stream(2466Kbps) and stream type (M=main stream. S=Sub stream). See Figure 5-7.

10.10.6.1258-1-2644kbps-M

RIRR

1 2 3 4

Figure 5-7

On the top right corner, there are five function buttons. See Figure 5-8.
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1 2 3 45

Figure 5-8

1: Digital zoom: Click this button and then left drag the mouse in the zone to zoom in. right

click mouse system restores original status.

® 2: Local record. When you click local record button, the system begins recording and this
button becomes highlighted. You can go to system folder RecordDownload to view the
recorded file.

® 3: Snapshot picture. You can snapshoot important video. All images are memorized in

system client folder PictureDownload (default).
® 4: Audio :Turn on or off audio.(It has no relationship with system audio setup )

® 5: Close video.

54 PTZ

Before PTZ operation, please make sure you have properly set PTZ protocol.

There are eight direction keys. In the middle of the eight direction keys, there is a 3D intelligent

positioning key.

Click 3D intelligent positioning key, system goes back to the single screen mode. Drag the

mouse in the screen to adjust section size. It can realize PTZ automatically.
Please refer to the following sheet for PTZ setup information.

Parameter | Function
Scan ® Select Scan from the dropdown list.
® Click Set button, you can set scan left and right limit.
® Use direction buttons to move the camera to you desired
location and then click left limit button. Then move the camera
again and then click right limit button to set a right limit.
Preset ® Select Preset from the dropdown list.
® Turn the camera to the corresponding position and Input the
preset value. Click Add button to add a preset.
Tour ® Select Tour from the dropdown list.
® |nput preset value in the column. Click Add preset button, you
have added one preset in the tour.
® Repeat the above procedures you can add more presets in one
tour.
® Or you can click delete preset button to remove one preset from
the tour.
Pattern ® Select Pattern from the dropdown list.
® You can input pattern value and then click Start button to begin
PTZ movement such as zoom, focus, iris, direction and etc.
Then you can click Add button to set one pattern.
AUX ® Please input the corresponding aux value here.
® You can select one option and then click AUX on or AUX off
button.
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Parameter | Function

Light and You can turn on or turn off the light/wiper.
wiper

000
0®0
000
speed(l-a) A
© O
(—] a

Focus

speed(1-81: NN

You can click this icon to

Figure 5-9

5.5 Image/Alarm out

Select one monitor channel video and then click Image button in section 8, the interface is shown
as Figure 5-10.

5.5.1

Here you can adjust its brightness, contrast, hue and saturation. (Current channel border

Image

becomes green).
Or you can click Reset button to restore system default setup.
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Image  Alarm Out

af
{__,'\* "

Rl |

P«

Figure 5-10
5.5.2 Alarm output

Here you can enable or disable the alarm signal of the corresponding port. See Figure 5-11.
Image Alarm Out

Alarm Channel £y

Figure 5-11

5.6 WAN Login

In WAN mode, after you logged in, the interface is shown as below. See Figure 5-12.
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1-01 [cP 1. T

000
o®o0

00O
speed(1-2; NG|

® O
® 0

&
Start Talk -
Instant Record
Multi Preview -

Figure 5-12

Please refer to the following contents for LAN and WAN login difference.
1) In the WAN mode, system opens the main stream of the first channel to monitor by default.
The open/close button on the left pane is null.

2) You can select different channels and different monitor modes at the bottom of the interface.
See Figure 5-13.

WEB servoe . TSI ST SN T TN SN

i

W @ N AW N o
W WM !m oW Wm

Set Left Set Right

-

degddagedddaadddadlie

= Image Alarm Qut
=4 f [ @, i O [ X —f— »
" e |- ' ~ L ©—t—>»
‘ ‘>
e 1] v 91>

Figure 5-13

82



Important

The window display mode and the channel number are by default. For example, for the 16-
channel, the max window split mode is 16.

3) Multiple-channel monitor, system adopts extra stream to monitor by default. Double click one
channel, system switches to single channel and system uses main stream to monitor. You can
view there are two icons at the left top corner of the channel number for you reference. M stands
for main stream. S stands for sub stream (extra stream).

4) If you login via the WAN mode, system does not support alarm activation to open the video
function in the Alarm setup interface.

Important

® For multiple-channel monitor mode, system adopts extra stream to monitor by default. You
can not modify manually. All channels are trying to synchronize. Please note the
synchronization effect still depends on your network environments.

® For bandwidth consideration, system can not support monitor and playback at the same time.
System auto closes monitor or playback interface when you are searching setup in the
configuration interface. It is to enhance search speed.

5.7 Setup

5.7.1 Camera
5.7.1.1 Remote Device

Remote device interface is shown as below. See Figure 5-14.

IP Address Device ID Manufacturer

Device Search ‘ ‘ Add | | o ify | D\splayFnterlNuH =
Remote Channel
B cChannel  Modify Delete Status IP Address Device ID Manufacturer
r 1 £ (%] 17212.3.18 3T NYR 1 Private NYRT24_256.2
r 2 £ (%] 17212.2.42 T YZC2LW04000035 1 Private IPC-HDBW320
r 3 £ (%] 17212.2.48 3T 1 Private PC-3605
=
Delete ‘ ‘ Manual Add | | Refresh

83



Manual Add

Manufacturer | Frivate x|
IP Address %BE.EBD.D
TP Fort 37T (1 ~B5535)
Lisarname adrmin
FPassword (TTT1] Connect
Channel nurm 1 Setup
Femote Channel Mo, |1 j
Channel |4 j
Cecode Buffer 280 rs(B0-~480)
Save Cancel
Figure 5-15
Please refer to the following sheet for log parameter information.
Parameter | Function
Device Click Device search button, you can view the searched device
search information on the list. It includes device IP address, port, device
name, manufacturer and type.
Add Select a device in the list and then click Add button, system can
connect the device automatically and add it to the Added device list.
Or you can double click one item in the list to add a device.
Modify Click - or any device in the Added device list, you can change the
corresponding channel setup.
Delete Click © , you can delete the remote connection of the
corresponding channel.
Connection % : Connection succeeded.
status Ex : Connection failed.
Delete Select a device in the Added device list and then click Delete button,
system can disconnect the device and remove it from the Added
device list.
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Parameter | Function

Manual Click it, the interface is shown as in Figure 5-15. Here you can add

Add network camera manually.

You can select a channel from the dropdown list (Here only shows

disconnection channel.)

Note:

® System supports manufactures such as Panasonic, Sony,
Dynacolor, Samsung, AXIS, Arecont, Dahua and Onvif standard
protocol.

® |f you do not input IP address here. System uses default IP
192.168.0.0 and system does not connect to this IP.

® Can not add two devices at the same time. Click OK button
here, system only connect to the corresponding device of
current channel.

5.7.1.2 Conditions
Here you can view device property information. The setups become valid immediately after you
set. See Figure 5-16.

Channel 7 A
Mode ¢ Schedule & Manual Gain 0 50
Ring ( Enable ¢ Disable  Brightness 0 50
Miror " Enable (= Disable  Contrast 0 50
Flip ¢ Enable @ Disable Hue 0 50
Saturation O 50
Light |St0p 'l
Scene Mode |Schedule 'l
DayLight |Schedule 'I
I Default l | Save I | Refresh l
Figure 5-16
Please refer to the following sheet for detailed information.
Parameter Function
Channel Please select a channel from the dropdown list.
Period It divides one day (24 hours) to two periods. You can set
different hue, brightness, and contrast for different periods.
Hue It is to adjust monitor video brightness and darkness level. The
default value is 50.
The bigger the value is, the large the contrast between the
bright and dark section is and vice versa.
Brightness It is to adjust monitor window brightness. The default value is
50.
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The larger the number is , the bright the video is. When you
input the value here, the bright section and the dark section of
the video will be adjusted accordingly. You can use this
function when the whole video is too dark or too bright. Please
note the video may become hazy if the value is too high. The
value ranges from 0 to 100.The recommended value ranges
from 40 to 60.

Contrast

It is to adjust monitor window contrast. The value ranges from 0
to 100. The default value is 50.

The larger the number is, the higher the contrast is. You can
use this function when the whole video bright is OK but the
contrast is not proper. Please note the video may become hazy
if the value is too low. If this value is too high, the dark section
may lack brightness while the bright section may over
exposure .The recommended value ranges from 40 to 60.

Saturation

It is to adjust monitor window saturation. The value ranges from
0 to 100. The default value is 50.

The larger the number is, the strong the color is. This value has
no effect on the general brightness of the whole video. The
video color may become too strong if the value is too high. For
the grey part of the video, the distortion may occur if the white
balance is not accurate. Please note the video may not be
attractive if the value is too low. The recommended value
ranges from 40 to 60.

Gain

The gain adjust is to set the gain value. The smaller the value
is, the low the noise is. But the brightness is also too low in the
dark environments. It can enhance the video brightness if the
value is high. But the video noise may become too clear.

White level

It is to enhance video effect.

Color mode

It includes several modes such as standard, color. You can
select corresponding color mode here, you can see hue,
brightness, and contrast and etc will adjust accordingly.

Auto Iris

It is to enable/disable auto iris function.

Flip

It is to switch video up and bottom limit.
This function is disabled by default.

Mirror

It is to switch video left and right limit.
This function is disabled by default.

BLC BLC
Mode

The device auto exposures according to the environments
situation so that the darkest area of the video is cleared

WDR

For the WDR scene, this function can lower the high bright
section and enhance the brightness of the low bright section. So
that you can view these two sections clearly at the same time.

The value ranges from 1 to 100. When you switch the camera
from no-WDR mode to the WDR mode, system may lose
several seconds record video.

HLC

After you enabled HLC function, the device can lower the
brightness of the brightest section according to the HLC control
level. It can reduce the area of the halo and lower the
brightness of the whole video.
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Off It is to disable the BLC function. Please note this function is
disabled by default.

Profile It is to set the white balance mode. It has effect on the general
hue of the video. This function is on by default.

You can select the different scene mode such as auto, sunny,
cloudy, home, office, night, disable and etc to adjust the video
to the best quality.

® Auto: The auto white balance is on. System can auto
compensate the color temperature to make sure the vide
color is proper.

® Sunny: The threshold of the white balance is in the sunny
mode.

® Night: The threshold of the white balance is in the night
mode.

® Customized: You can set the gain of the red/blue channel.
The value reneges from 0 to 100.

Day/Night It is to set device color and the B/W mode switch. The default
setup is auto.

® Color: Device outputs the color video.

® Auto: Device auto select to output the color or the B/W
video according to the device feature (The general bright of
the video or there is IR light or not.)

® B/W: The device outputs the black and white video.

® Sensor: Itis to set when there is peripheral connected IR
light.

5.7.1.3 Encode
5.7.1.3.1Encode

The encode interface is shown as below. See Figure 5-17.

Encode Snapshot Overlay Path
Channel G -2
[:%Iain Stream Sub Stream
Code-Stream Type | Regular = ¥ wideo Enable
Compression |H-254 =l Comprassion |H-254 =l
Resalutian |1-3T'J1 =l Resalution |VGA =l
Frame Rate(FPS) |28 =l Frame Rate(FPS) |25 =l
Bit Rate Type |ceR = Bit Rate Type |cer x|
Bit Rate | =l knis Bit Rate [1024 | ks
Reference Bit Rate  0-0khiS Reference Bit Rate  0-0Khis
Copy | | Save | | Refresh

Figure 5-17

Please refer to the following sheet for detailed information.



Parameter Function
Channel Please select a channel from the dropdown list.
Video enable Check the box here to enable extra stream video. This item is

enabled by default.

Code stream
type

It includes main stream, motion stream and alarm stream. You
can select different encode frame rates form different recorded
events.

System supports active control frame function (ACF). It allows
you to record in different frame rates.

For example, you can use high frame rate to record important
events, record scheduled event in lower frame rate and it allows
you to set different frame rates for motion detection record and
alarm record.

Compression

The main bit stream and the sub stream supports H.264,
MJIPG.

The main stream supports 720P/1.3M and etc. The sub stream

Resolution
supports D1/CIF.
Frame Rate PAL: 1~25f/s; NTSC: 1~30f/s.
Bit Rate ® Main stream: You can set bit rate here to change video

guality. The large the bit rate is , the better the quality is.
Please refer to recommend bit rate for the detailed
information.

® Extra stream: In CBR, the bit rate here is the max value.
In dynamic video, system needs to low frame rate or
video quality to guarantee the value. The value is null in
VBR mode.

Reference bit
rate

Recommended bit rate value according to the resolution and
frame rate you have set.

| Frame Here you can set the P frame amount between two | frames.
The value ranges from 1 to 150. Default value is 50.
Recommended value is frame rate *2.

Watermark This function allows you to verify the video is tampered or not.

enable Here you can select watermark bit stream, watermark mode

and watermark character. Default character is Digital CCTV. The
max length is 85-digit. The character can only include number,
character and underline.

5.7.1.3.2Snapshot
The snapshot interface is shown as in Figure 5-18.



Encode Snapshot Crverlay Path
Channel 4 -
MR%E ITiming ;l
Image Size 1.3m (1280"360) =l
Quiality 4 =l
Snapshot Fregquency |'1 SFL =l
‘ Save | | Refresh ‘

Figure 5-18
Please refer to the following sheet for detailed information.

Parameter Function

Snapshot type There are two modes: Regular (schedule) and Trigger.
® Regular snapshot is valid during the specified period you

set.
® Trigger snapshot only is valid when motion detect alarm,
tampering alarm or local activation alarm occurs.

Image size It is the same with the resolution of the main stream.

Quality Itis to set the image quality. There are six levels.

Interval It is to set snapshot frequency. The value ranges from 1s to 7s.
Or you can set customized value. The max setup is
3600s/picture.

Copy Click it; you can copy current channel setup to other
channel(s).

5.7.1.3.3Video Overlay

The video overlay interface is shown as in Figure 5-19.
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Encode

2013-01-07 00 33 26 T 2 hd
Cover-Area
M Monitor
V' Channel Display

Copy | ‘ Save | | Refresh | | Default

Figure 5-19

Please refer to the following sheet for detailed information.

Parameter

Function

Cover-area

e Check Preview or Monitor first.

e Click Set button, you can privacy mask the specified video in
the preview or monitor video.

e System max supports 4 privacy mask zones.

Time Title

¢ You can enable this function so that system overlays time
information in video window.

¢ You can use the mouse to drag the time title position.

® You can view time title on the live video of the WEB or the
playback video.

Channel Title

¢ You can enable this function so that system overlays channel
information in video window.

® You can use the mouse to drag the channel title position.

¢ You can view channel title on the live video of the WEB or the
playback video.

5.7.1.3.4Path

The storage path interface is shown as in Figure 5-20.

Here you can set snap image saved path (E in the preview interface) and the record storage

F.
path ( in the preview interface).The default setup is C:\PictureDownload and

C:\RecordDownload.

Please click the Save button to save current setup.
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Encode Snapshot Overlay Path

Shap Path CAPictureDownload Browese

Recaord Path CARecordDownload Browse

Save | ‘ Default

Figure 5-20

5.7.1.4 Channel Name
Here you can set channel name. See Figure 5-21.

Channel 1 1 Channel 2 2 Channel 3 3 Channel 4 4
Channel & =) Channel & 5] Channel 7 5 Channel 8 ]
Channel 9 g Channel 10 | 10 Channel 11 |11 Channel12 | 12
Channel 13 |13 Channel 14 | 14 Channel 15 |15 Channel 16 | 15
Channel 17 |17 Channel 18 | 18 Channel 19 |19 Channel 20 | 20
Channel 21 | 21 Channel 22 22 Channel 23 | 23 Channel 24 | 24
Channel 25 | CAME Channel 26 | 26 Channel 27 | 27 Channel 28 28
Channel 289 | 29 Channel 30 30 Channel 31 | 31 Channel 32 32
Channel 33 |33 Channel 34 | 34 Channel 35 |35 Channel 36 | 38
Channel 37 |37 Channel 38 | 30 Channel 38 |35 Channel 40 | 40
Channel 41 |47 Channel 42 | 42 Channel 43 |43 Channel 44 | 44
Channel 45 |45 Channel 46 | 46 Channel 47 |47 Channel 48 | 45
Channel 48 |45 Channel 50 | &0 Channel 81 |41 Channel 52 | 52
Channel 53 |53 Channel 54 | 54 Channel 55 |55 Channel 56 | 56
Channel 57 |57 Channel 58 |58 Channel 59 |55 Channel 60 | G0
Channel 81 |51 Channel 62 | B2 Channel 53 |E3 Channel 64 | 54
Channel 65 |5 Channel 66 | BB Channel 57 |E7 Channel 68 | 55
Channel 68 |G Channel 70| 70 Channel 71 |71 Channel 72 |72
Channel 73 |73 Channel 74 74 Channel 78 |75 Channel 76 | 7E
Channel 77 |77 Channel 78 72 Channel 79 |79 Channel 80 20
Channel 81 &1 Channel 82 52 Channel 83 |83 Channel 84 54
Channel 85 |55 Channel 86 |06 Channel 87 |57 Channel 88 | 00
Channel 88 |55 Channel 80 | 50 Channel 31 |51 Channel 82 | 52
Channel 83 |53 Channel 84 | 54 Channel 85 |55 Channel 36 | 55
Channel 87 |57 Channel 88 |55 Channel 39 |55 Channel 100 | 100
Channel 101 | 1071 Channel 102 | 102 Channel 103 | 103 Channel 104 | 104
Channel 105 | 105 Channel 106 | 105 Channel 107 | 107 Channel 108 | 105
Channel 109 | 105 Channel 110 | 110 Channel 111 | 111 Channel 112 | 112
Figure 5-21
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5.7.1.5 IPC Upgrade

Here you can upgrade network camera. See Figure 5-21.

Select a network camera you want to upgrade and then click browse button to select upgrade file.
Click start upgrade button to begin upgrade process. You can see the corresponding dialogue
box after the upgrade is finish.

Tips

Use device type filter to select several cameras at the same time.

IPC Upgrade
Select Firrmeare File
Device Upgrader Display Filter |NuH >
[} Channel Status IP Address Port Manufacturer Type Version Upgrader Status
| 1 17212319 3T Private MR 3.203 = =
u 2 17212242 arrry Frivate
(] 3 17212248 arTry Frivate
u 4 172.12.6.69 a0 Qnwif = e
O @ 172.12.6.68 an Corwif binien HD
i
= 1080p DIN
u G 17212.4.15 a0 Corwif Wi- 501 58
| 7 17212119 3T Private
u 8 17212215 Ty Private
m| q 17212218 arTry Frivate = -
Start Uparader

5.7.2 Network
5.7.2.1 TCP/IP
The TCP/IP interface is shown as in Figure 5-23.
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TCP/IP
Metwork Mode IMuIti-address =l
Default Card | Ethernet Card1 =l
Ethernet Card |EthemetCard1 ;l
Mode & ctatic  © DHCP
MAC Address 90 . 02 0 &% . 8d . hb . bh
ML 1500
IF version | 1Pva =l
IP Address 172 . 12 2 223
Subnet Mask 205 0266 00 .0
Default Gatewsay 172 . 12 o .1
Freferred DS g . 8 g . &
Alternate DNS g . B 4 4
™ Lan Download
| Save ‘ ‘ Refresh | ‘ Default
Figure 5-23
Set Virtual IP [ X
¥ Enable

bonding | Eth |

IP Address w2 .12 1 . N

Subnet Mask 2BE 0285 .0 0

Default Gateway w2 .12 .0 . 1

Save | | Cancel
Figure 5-24

Please refer to the following sheet for detailed information.

Parameter Function

Network Mode It includes multiple address, fault tolerance, and load

balancing.

® Multiple-address mode: ethl and eth2 and etc operate
separately (Max support 4 network ports). You can use th¢
services such as HTTP, RTP service via eth1/2/3/4. Usua
you need to set one default card (default setup is ethl) to
request the auto network service form the device-end suc




as DHCP, email, FTP and etc.

Network fault-tolerance: In this mode, device uses bond0
communicate with the external devices. You can focus on
one host IP address. At the same time, you need to set on
master card. Usually there is only one running card (mastg
card).System can enable alternate card when the master
card is malfunction. The system is shown as offline once ¢
cards are offline.

Load balance: In this mode, device uses bond0 to
communicate with the external device. All cards are worki
now and bearing the network load. Their network load are
general the same. The system is shown as offline once
these cards are all offline.

Default card

Please select after you enabled multiple access function.

Ethernet Card

In the multiple address modes, you can select the Ethernet
card name from the dropdown list.

Mode There are two modes: static mode and the DHCP mode.
® The IP/submask/gateway are null when you select the
DHCP mode to auto search the IP.
® |f you select the static mode, you need to set the
IP/submask/gateway manually.
® |f you select the DHCP mode, you can view the
IP/submask/gateway from the DHCP.
® |f you switch from the DHCP mode to the static mode, you
need to reset the IP parameters.
® Besides, IP/submask/gateway and DHCP are read-only
when the PPPoE dial is OK.
Mac Address Itis to display host Mac address.
IP Version Itis to select IP version. IPV4 or IPV6.
You can access the IP address of these two versions.
IP Address Please use the keyboard to input the corresponding number to

modify the IP address and then set the corresponding subnet
mask and the default gateway.

Preferred DNS

DNS IP address.

Alternate DNS

Alternate DNS IP address.

alternate DNS, th

For the IP address of IPv6 version, default gateway, preferred DNS and

e input value shall be 128-digit. It shall not be left in blank.

LAN load

System can process the downloaded data first if you enable
this function. The download speed is 1.5X or 2.0X of the normal
speed.

Set Cluster IP

Click it to set device virtual IP. See Figure 5-24.

5.7.2.2 Connection

The connection interface is shown as in Figure 5-25.
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Max Connection 128 0~128)

TCF Port KTrrr (1025~65534)

UDF Port 37TTE (1025~655359)

HTTF Port ad {1~B655348)

HTTFE Fort 443 {128~655345)

RTSF Port o554 (128~655349)

RTSF Format nspif=Usernames=:=Password=@=IP Address==Port=fcam/realmonitor?channel=1&subtype=0

channel; Channel, 1-256; subtype: Code-Stream Type, Main Stream 0, Sub Stream 1.

Save ‘ | Refresh | ‘ Default

|
Figure 5-25

Please refer to the following sheet for detailed information.

Parameter Function

Max connection | It is the max Web connection for the same device. The value
ranges from 1 to 120. The default setup is 120.

TCP port The default value is 37777. You can input the actual port
number if necessary.

UDP port The default value is 37778. You can input the actual port
number if necessary.

HTTP port The default value is 80. You can input the actual port number if
necessary.

HTTPS The default value is 443. You can input the actual port number
if necessary.

RTSP port The default value is 554.

5.7.2.3 PPPoE

The PPPoE interface is shown as in Figure 5-26.

Input the PPPOE user name and password you get from the IPS (internet service provider) and
enable PPPOE function. Please save current setup and then reboot the device to get the setup
activated.

Device connects to the internet via PPPOE after reboot. You can get the IP address in the WAN
from the IP address column.

Please note, you need to use previous IP address in the LAN to login the device. Please
go to the IP address item to via the device current device information. You can access the
client-end via this new address.
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User Mame

Fassword
IF Address o. o .o .0
0 ] 0 ]
Save ‘ | Reftesh | ‘ Diefault
Figure 5-26
5.7.2.4 DDNS

The DDNS interface is shown as in Figure 5-27.

The DDNS is to set to connect the various servers so that you can access the system via the
server. Please go to the corresponding service website to apply a domain name and then access
the system via the domain. It works even your IP address has changed.

Please select DDNS from the dropdown list (Multiple choices). Before you use this function,
please make sure your purchased device support current function.

DDNS

DOMNS Type [ Quick DDMS =]
Server [P whanwy quickddns. com
Domain Mode % [Default Domain © Custom Domain Mame
Darnain Mame S002A950BEEE .quickddns.wm
Email Adctgss (OptionalPlease input email address.
‘ Save ‘ | Fefresh ‘ | Diefault ‘
Figure 5-27
Please refer to the following sheet for detailed information.
Parameter Function
Server Type You can select DDNS protocol from the dropdown list and then
enable DDNS function.
Server IP DDNS server |IP address

Server Port

DDNS server port.

Domain Name

Your self-defined domain name.

User

The user name you input to log in the server.
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Parameter Function

Password The password you input to log in the server.

Update period | e Device sends out alive signal to the server regularly.

* You can set interval value between the device and DDNS
server here.

Quick DDNS and Client-end Introduction

1) Background Introduction

Device IP is not fixed if you use ADSL to login the network. The DDNS function allows you to

access the NVR via the registered domain name. Besides the general DDNS, the quick DDNS

works with the device from the manufacturer so that it can add the extension function.

2) Function Introduction

The quick DDNS client has the same function as other DDNS client end. It realizes the bonding

of the domain name and the IP address. Right now, current DDNS server is for our own devices

only. You need to refresh the bonding relationship of the domain and the IP regularly. There is no

user name, password or the ID registration on the server. At the same time, each device has a

default domain name (Generated by MAC address) for your option. You can also use customized

valid domain name (has not registered.).

3) Operation

Before you use Quick DDNS, you need to enable this service and set proper server address, port

value and domain name.

® Server address: www.quickddns.com
® Port number: 80

® Domain name: There are two modes: Default domain name and customized domain name.

Except default domain name registration, you can also use customized domain name (You can

input your self-defined domain name.) After successful registration, you can use domain name

to login installed of the device IP.

® User name: It is optional. You can input your commonly used email address.

Important

® Do not register frequently. The interval between two registrations shall be more than 60
seconds. Too many registration requests may result in server attack.

® System may take back the domain name that is idle for one year. You can get a notification
email before the cancel operation if your email address setup is OK.

5.7.2.5 IP filter

The IP filter interface is shown as in Figure 5-28.

After you enabled trusted sites function, only the IP listed below can access current NVR.

If you enable blocked sites function, the following listed IP addresses can not access current
NVR.
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[N Ena%e
Trusted Sites
IP Address Edit Delete
Add
| Save | | Refresh | | Default
Figure 5-28
5.7.2.6 Emall

The email interface is shown as in Figure 5-29.

Email

SMTP Server
Fort

™ anonymous
Uszer Mame
Pasgsword

Sender

Encrypt Type
Subject

Receiver

™ Health Enable

MailSerer

25

E =l

DWR ALERT V¥ attachrment

=in] Minute (30~1 440

| Save | ‘ Refresh | ‘ Default

Figure 5-29
Please refer to the following sheet for detailed information.
Parameter Function
Enable Please check the box here to enable email function.

SMTP Server

Input server address and then enable this function.

Port

Default value is 25. You can modify it if necessary.
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Parameter Function

Anonymity For the server supports the anonymity function. You can auto
login anonymously. You do not need to input the user name.
password and the sender information.

User Name The user name of the sender email account.

Password The password of sender email account.

Sender Sender email address.

Authentication You can select SSL or none.

(Encryption

mode)

Subject Input email subject here.

Attachment System can send out the email of the snapshot picture once
you check the box here.

Receiver Input receiver email address here. Max three addresses.
It supports SSL, TLS email box.

Interval The send interval ranges from 0 to 3600 seconds. 0 means
there is no interval.
Please note system will not send out the email immediately
when the alarm occurs. When the alarm, motion detection or
the abnormity event activates the email, system sends out the
email according to the interval you specified here. This
function is very useful when there are too many emails
activated by the abnormity events, which may result in heavy
load for the email server.

Health mail Please check the box here to enable this function.

enable

Update period This function allows the system to send out the test email to

(interval) check the connection is OK or not.
Please check the box to enable this function and then set the
corresponding interval.
System can send out the email regularly as you set here.

Email test The system will automatically sent out an email once to test
the connection is OK or not .Before the email test, please
save the email setup information.

5.7.2.7 UPnP

It allows you to establish the mapping relationship between the LAN and the public network.

Here you can also add, modify or remove UPnP item. See Figure 5-30.

® Inthe Windows OS, From Start->Control Panel->Add or remove programs. Click the
“Add/Remove Windows Components” and then select the “Network Services” from the
Windows Components Wizard.

® Click the Details button and then check the “Internet Gateway Device Discovery and Control
client” and “UPnP User Interface”. Please click OK to begin installation.

® Enable UPnP from the Web. If your UPnP is enabled in the Windows OS, the NVR can auto
detect it via the “My Network Places”
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PaT  Enable * Disable
Status Disahle
LAr P 0.0 0.0
WUAN P 0.0 0.0
Port Mapping List
No. o Service Name Protocol Internal Port External Port Modify Delet
1 ~ HTTF TCR 80 80 £ a -
2 I~ TCP TCR TTIT 3777 £ a
3 I3 uDpP UDFP 37778 37778 F Q
4 Ira RTSP TCP 554 554 a
5 Ird SHMP UDP 161 161 [}
[ Ird HTTPS TCP 143 443 a
Add
| Save | ‘ Refresh ‘ ‘ Default
Figure 5-30

The SNMP interface is shown as in Figure 5-31.

The SNMP allows the communication between the network management work station software

and the proxy of the managed device. It is reserved for the 3 party to develop.

SMMP Fort 161 (0~65535)

Read Community public

Witite Cormmunity private
Trap Address
Trap Port 162 (0~B5535)
EMNMP Yersion M oy Vg2
| Save ‘ | Refresh | ‘ Default

Figure 5-31
Please refer to the following sheet for detailed information.
Parameter Function
SNMP Port The listening port of the proxy program of the device. Itis a

UDP port not a TCP port. The value ranges from 1 to 65535.
The default value is 161

Itis a string. It is a command between the manage process
and the proxy process. It defined the authentication, access
control and the management relationship between one proxy
and one group of the managers. Please make sure the device

Read Community
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Parameter Function

and the proxy are the same.

The read community will read all the objects the SNMP
supported in the specified name. The default setup is public.
Itis a string. It is a command between the manage process
and the proxy process. It defined the authentication, access
control and the management relationship between one proxy
and one group of the managers. Please make sure the device
and the proxy are the same.

The read community will read/write/access all the objects the
SNMP supported in the specified name. The default setup is
write.

The destination address of the Trap information from the
proxy program of the device.

The destination port of the Trap information from the proxy
program of the device. It is for the gateway device and the
client-end PC in the LAN to exchange the information. It is a
non-protocol connection port. It has no effect on the network
applications. It is a UDP port not TCP port. The value ranges
from 1 to 165535. The default value is 162.

SNMP version ® Check V1, system only processes the information of V1.
® Check V2, system only processes the information of V2.

Write Community

Trap address

Trap port

5.7.2.9 Multicast

The multicast interface is shown as in Figure 5-32.

Multicast is a transmission mode of data packet. When there is multiple-host to receive the same
data packet, multiple-cast is the best option to reduce the broad width and the CPU load. The
source host can just send out one data to transit. This function also depends on the relationship
of the group member and group of the outer.

Multicast

i
IP Address 239 255 0 42 0 42 | (224.00.0~2393255 255 255)

Fort 3I6EEE (1025~65500)

| ‘ Fefresh | | Default

Figure 5-32

5.7.2.10 Auto Register

The auto register interface is shown as below. See Figure 5-33.

This function allows the device to auto register to the proxy you specified. In this way, you can
use the client-end to access the NVR and etc via the proxy. Here the proxy has a switch function.
In the network service, device supports the server address of IPv4 or domain.

Please follow the steps listed below to use this function.

Please set proxy server address, port, and sub-device name at the device-end. Please enable
the auto register function, the device can auto register to the proxy server.
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Auto Register

Servar |P 0.0.0.0
F'D% aaoo0
Sub-device 1D 0

Fefresh Diefault

Figure 5-33

5.7.2.11 Alarm Centre

The alarm centre interface is shown as below. See Figure 5-34.

This interface is reserved for you to develop. System can upload alarm signal to the alarm centre
when local alarm occurs.

Before you use alarm centre, please set server IP, port and etc. When an alarm occurs, system
can send out data as the protocol defined, so the client-end can get the data.

¥ Enabig
Fratocol Type | Alarm Center |
Seret P % m .1 .o . 2
Part 1
Selfreport Time |EVEWUE¥ jaﬂDB:DD |
Save Fefresh Default
Figure 5-34

5.7.2.12 HTTPS

In this interface, you can set to make sure the PC can successfully login via the HTTPS. It is to
guarantee communication data security. The reliable and stable technology can secure the user
information security and device safety. See Figure 5-35.

Note

® You need to implement server certificate again if you have changed device IP.

® You need to download root certificate if it is your first time to use HTTPS on current
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PC.

Create Server Cerificate Download Root Cedificate

Figure 5-35

5.7.2.12.1 Create Server Certificate
If it is your first time to use this function, please follow the steps listed below.

. . Create Server Cerificate .
In Figure 5-35, click button, input country name, state name and etc.

Click Create button. See Figure 5-36.
Note
Please make sure the IP or domain information is the same as your device IP or domain name.

Create Server Certificate [ X |

Country Al
State

Lacatity

Oragnization

Oragnization Unit

IF ar Domain Mame 10.10.6.238

Create | ‘ Cancel

Figure 5-36

You can see the corresponding prompt. See Figure 5-37. Now the server certificate is
successfully created.

HTTPS

Create Server Cerificate ‘ ‘Download Root Cerificate

Create Succeed

Figure 5-37

5.7.2.12.2 Download root certificate

In Figure 5-35, click Download Root Cerificate

5-38.

button, system pops up a dialogue box. See Figure
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File Download™- Security Warning ]

Do you want to open or save this file?

Mame: ca.crt
Type: Security Certificate
From: 10.10.6.238

Open ][ Save li Cancel I

l--‘“ While files from the Internet can be useful, thiz file type can
\ﬂj potentially harm your computer, [Fpou do nok trust the zource, do not
= open of zave thiz zofhware. What's the rigk?

Figure 5-38

Click Open button, you can go to the following interface. See Figure 5-39.

General |Detai|s Certification Path

@x’ Certificate Information

This CA Root certificate is not trusted. To enable trust,
install this certificate in the Trusted Rook Certification
Authorities store.

Issued to:  Product Rook CA

Issued by: Product Rook CA

¥alid from 2013-6-18 bo 2023-6-16

Install Certficate,

Figure 5-39

Click Install certificate button, you can go to certificate wizard. See Figure 5-40.
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ertimncate importWizdrd m

Welcome to the Certificate Import

Wizard

This wizard helps wou copy certificates, certificate trust
lists, and certificate revocation lisks from vour disk ko a
certificate stare,

& certificate, which is issued by a certification authority, is
a confirmation of your identity and contains information
used to protect data or to establish secure netwaork
connections. & certificate store is the system area where
certificates are kept,

To continue, click Mext,

[ Hext> | I Caniel

Figure 5-40

Click Next button to continue. Now you can select a location for the certificate. See Figure 5-41.

ertficate’import Wizard a

Certificate Store
Certificate stores are svstem areas where certificates are kept.,

‘Windows can automatically select a certificate store, or you can specify a location for

(®)automatically select the certificate skore based on the bvpe of certificate

() Place all certificates in the Following store

I < Back ‘L Mext = ]I Cancel

Figure 5-41

Click Next button, you can see the certificate import process is complete. See Figure 5-42.
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ertificate Import Wizard E

Completing the Certificate Import

Wizard

‘ou have successfully completed the Certificate Import
wizard,
‘ou have specified the Following settings:

Certificate Store Selected  Autornatically deterrmined by t
Content Certificate

[ < Back ]L Finish J[ Cancel

Figure 5-42

Click Finish button, you can see system pops up a security warning dialogue box. See Figure
5-43.

Security Warning J

"j *fou are about ko install a certificate From a certification authority (CA) claiming to represent:
- Product Root CA

windows cannot validate that the certificate is actually From "Product Root CA", You should confirm its origin by contacting "Product Root CA", The
Following number will assist you in khis process:

Thurnbprink {shal): CDZOE4BZ2 AS2DS0BE 844 7BDZ0 SCA7EO33 397E3FEL
Warning:
I wou install this root certificate, Windaws will autaomatically trust any certificate issued by this Ca. Installing a certificate with an unconfirmed

thumbprint is a security risk. IF you click "¥es" you acknowledge this risk,

Do wou wank ko install this certificate?

Figure 5-43

Click Yes button, system pops up the following dialogue box, you can see the certificate
download is complete. See Figure 5-44.

[ ertificate Import Wizdrd 1

L]
\!:) The import was successful,

Figure 5-44

5.7.2.12.3 View and set HTTPS port
From Setup->Network->Connection, you can see the following interface. See Figure 5-45.
You can see HTTPS default value is 443.

106



Connection

Max Connection 128 (0~128)

TCF Fort 37TV 1025~65535)

UDF Fort 7778 1025~65534)

HTTF Fort a0 1~65535)

HTTFS Port 443 (128~65535)

RTSF Port a54 (128~65539)

RTSF Forrmat Hepi=Username==Password=@=IP Address=<Fort=lcamirealmonitor?channel=1&subtype=0

channel: Channel, 1-266; subtype: Code-Stream Type, Main Strearn 0, Sub Stream 1.

Save ‘ | Refrash | ‘ Cefadlt

|
Figure 5-45

5.7.2.12.4 Login
Open the browser and then input https://XX.xX.xx.xx:port.
XX.XX.XX.XX: is your device IP or domain mane.
Port is your HTTPS port. If you are using default HTTPS value 443, you do not need to add port
information here. You can input https://xX.xX.XX.Xx to access.
Now you can see the login interface if your setup is right.

5.7.2.13 ISCSI
In this interface, you can set to allow the ISCIS server to connect to the network storage server
and then save data on the specified network server. See Figure 5-46.

Iscsl

™ Enable

Server IP Address Paort 3260 (3260~B5534)
User Mame (mf ANONYMous

Password

ISCSI Targets

R No. IP Address User Name Delete

‘ Save ‘ ‘ Refrash ‘ ‘ Default

Figure 5-46
Please refer to the following sheet for detailed information.
Parameter Function
Server IP ISCSI server IP.
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https://xx.xx.xx.xx:port
https://xx.xx.xx.xx/

Parameter Function

Port ISCSI server port. Default setup is 3260.
Path It is to set remote path. Click browse button to select.
Note

Each path is a iSCSI share disk. The path is already there when you
create on the server.

Add After you set server IP, port, user name, password and path, click
Add button to add new information on the list.
Enable/Disable Click enable/disable and then click OK to save.
5.7.3 Event

5.7.3.1 Video detect
5.7.3.1.1Motion Detect

The motion detect interface is shown as in Figure 5-47.

Motion Detect I Yideo Loss I Camera Masking _

W' Enable 24 -
Period
Anti-dither 5 Second (5-600) Sensitvity [3 *]
Redion
M Record Channel
Delay 10 Second (10-300)
¥ alarm out 1 2 & 4
Latch 10 Second(1-300)
¥ PTz Activation
V¥ Tour
M srapshot

[T Send Email [~ Alarm Upload - Buzer

Copy | | Save ‘ | Refresh | ‘ Cefault

Figure 5-47
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(Setwp W

ey ] [somn]
[ 00 : 00 |- | 24 : 00 |
[J] 00 : 00 |- | 24 : 00|
D|0u;0u|-|24;u0|
O] 00 : 00 |- 24 : 00|
[J] 00 :00 |- | 24: 00|
D|0u;0u|-|24;u0|

Figure 5-49
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k)
PTZ Activation [ %]

Channel 1 [Mone

Channel 2 INnne

Channel 3 |Nnne

Channel 4 |Nnne

Channel & |Nnne

Channel & INnne

Channel ¥ |Nnne

Channel 8 [Mone

Channel 8 INnne

Channel 10 INnne

Channel 11 |Nnne
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Channel 12 |[Mone =l
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Channel 13 INnne

Channel 14 |Nnne

Channel 15 |Mone

Channel 16 INnne

Channel 17 INnne

Channel 128 |Nnne

Channel 19 |Mone

Channel 20 INnne

Channel 21 |Nnne

Channel 22 |Nnne

o s T s e s s e s e e s e e s e s s e s s e s e

Channel 23 INnne =l
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-
-
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5

Figure 5-50

Tour Channel Ed

All %

1 Lz ) (a3l la]lslle) 2] ]e]e] [1a] [11] [12] |13] [14] |15] |18
17| (18] [19] |20 [21] |22] | 23] |24] @&l |28 |27] |28] |20

Figure 5-51
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All
1 2 3

Shap Channhel

L3

4 5 E 7 8 a1 120 (13 (14 |158] |16

17| [18] [1a] [20] [21] [22] [23] [24 26| [27] [23] [2a

Save Cancel

Figure 5-52

Please refer to the following sheet for detailed information.

Parameter

Function

Enable

You need to check the box to enable motion detection function.
Please select a channel from the dropdown list.

Period

¢ Motion detection function becomes activated in the specified
periods. See Figure 5-48.

¢ There are six periods in one day. Please draw a circle to enable
corresponding period.

e Click OK button, system goes back to motion detection
interface, please click save button to exit.

Anti-dither

System only memorizes one event during the anti-dither period.
The value ranges from 5s to 600s.

Sensitivity

There are six levels. The sixth level has the highest sensitivity.

Region

If you select motion detection type, you can click this button to set
motion detection zone. The interface is shown as in Figure 5-49.
Here you can set motion detection zone. There are four zones for
you to set. Please select a zone first and then left drag the mouse
to select a zone. The corresponding color zone displays different
detection zone. You can click Fn button to switch between the
arm mode and disarm mode. In arm mode, you can click the
direction buttons to move the green rectangle to set the motion
detection zone. After you completed the setup, please click
ENTER button to exit current setup. Do remember click save
button to save current setup. If you click ESC button to exit the
region setup interface system will not save your zone setup.

Record
channel

System auto activates motion detection channel(s) to record once
an alarm occurs. Please note you need to set motion detect
record period and go to Storage-> Schedule to set current
channel as schedule record.

Record Delay

System can delay the record for specified time after alarm ended.
The value ranges from 10s to 300s.

Alarm out

e Enable alarm activation function. You need to select alarm
output port so that system can activate corresponding alarm
device when an alarm occurs.

Latch

System can delay the alarm output for specified time after an
alarm ended. The value ranges from 1s to 300s.

Show

e System can pop up a message to alarm you in the local host
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Parameter Function

message screen if you enabled this function.

Buzzer Check the box here to enable this function. The buzzer beeps
when an alarm occurs.

Alarm upload | System can upload the alarm signal to the centre (Including alarm
centre.

Message When 3G network connection is OK, system can send out a
message when motion detect occurs.

Send Email If you enabled this function, System can send out an email to alert
you when an alarm occurs.

Tour You need to click setup button to select tour channel. System
begins 1-wiindow or multiple-window tour display among the
channel(s) you set to record when an alarm occurs.

Snapshot You need to click setup button to select snapshot channel. See
Figure 3-49.

PTZ Here you can set PTZ movement when alarm occurs. Such as go

Activation to preset X. See Figure 5-50.

5.7.3.1.2Video Loss
The video loss interface is shown as in Figure 5-53.
After analysis video, system can generate a video loss alarm when the detected moving signal
reached the sensitivity you set here.
Please note video loss does not support anti-dither, sensitivity, region setup. For rest setups,
please refer to chapter 5.7.3.1.1 motion detect for detailed information.

hiotion Detect Video Loss Camera Masking

M Enable 25 =

M Record Channel Setup
Cialay I 10 Second (10-300)
M siarm out 10 02[]3]]¢4

Latch Second(1-300)
¥ FTZ Activation Setup

M Tour Setup

—
o

M gnapshot Setup

[ Send Email [~ Alarm Upload [ Buzer

Capy | | Save | | Refresh | | Default

Figure 5-53

5.7.3.1.3Tampering
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The tampering interface is shown as in Figure 5-54.
After analysis video, system can generate a tampering alarm when the detected moving signal

reached the sensitivity you set here.
For detailed setups, please refer to chapter 5.7.3.1.1 motion detect for detailed information.

totion Detect

V¥ Enatle

Feriod

Delay
M alarm out

Latch

M Tour

V' Snapshat

I video Loss

M Record Channel

¥ PTZ Activation Q

[ comersvasins I

-

Setup

(]
o

Setup
10 Second (10-300)
1 2 a 4
Second{1-300)

Setup
Setup

Setup

—
)

I~ SendEmail [~ Alarm Upload [~ Buzzer

Copy | | Save | | Refresh | | Default

5.7.3.2 Alarm

Figure 5-54

Before operation, please make sure you have properly connected alarm devices such as
buzzer. The input mode includes local alarm and network alarm.

5.7.3.2.1Local Alarm

The local alarm interface is shown as in Figure 5-55. It refers to alarm from the local device.

Local Alarm

IPC Offling Alarm

IPC Ext Alarm

¥ Enable

Period

Anti-dither

¥ Record Channel
Delay

I alarm out
Latch

W PTZ activation

I Tour

¥ Snapshot

Setup

Second(5-600) Type| Mormal Open LI

I L]..II _‘

Setup
10 Second (10-300%

H

2 a 4
10 Second{l-300)

Setup

Setup

Setup

v Show Message " SendEmail [ Alarm Upload ™ Buzer
| Copy | | Save | | Refresh | | Default
Figure 5-55
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Setup X |

00 - 00 - | 24 . 00
O 00 : 00 |- | 24 - 00
1] 00 . 00 |- 24 . 00
| oo . 00 |- 24 00
O 00 - 00 |- | 24 - 00
O 00 : 00 |- | 24 - 00
Save | | Cancel |
Figure 5-56
PTZ Activation x|
Channel 1 Mone ] 0 ~
Channel 2 Mone V 0
Channel 2 MNone V 0
Channel 4 MNone V 0
Channel 5 MNaone V 0
Channel 6 Mone V 0
Channel 7 MNone V 0
Channel & MNone V 0
Channel & Mone V 0
Channel 10 |None V 0
Channel 11 | None V 0
Channel 12 | None V 0
Channel 12 |None V 0
Channel 14 | Naone v 0
‘Channel 15 |None vl 0 "
< >
| Save | | Cancel |
Figure 5-57
Please refer to the following sheet for detailed information.
Parameter Function
Enable You need to check the box to enable this function.
Please select a channel from the dropdown list.
Period ¢ This function becomes activated in the specified

periods.

* There are six periods in one day. Please draw a circle to
enable corresponding period.

¢ Select date. If you do not select, current setup applies to
today only. You can select all week column to apply to
the whole week.
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Parameter Function
e Click OK button, system goes back to local alarm
interface, please click save button to exit.
Anti-dither System only memorizes one event during the anti-dither

period. The value ranges from 5s to 600s.

Sensor type

There are two options: NO/NC.

Record channel

System auto activates motion detection channel(s) to
record once an alarm occurs. Please note you need to set
alarm record period and go to Storage-> Schedule to set
current channel as schedule record.

Record Delay

System can delay the record for specified time after alarm
ended. The value ranges from 10s to 300s.

Alarm out Enable alarm activation function. You need to select alarm
output port so that system can activate corresponding
alarm device when an alarm occurs.

Latch System can delay the alarm output for specified time after

an alarm ended. The value ranges from 1s to 300s.

Show message

System can pop up a message to alarm you in the local
host screen if you enabled this function.

Buzzer

Check the box here to enable this function. The buzzer
beeps when an alarm occurs.

Alarm upload

System can upload the alarm signal to the centre
(Including alarm centre).

Send Email If you enabled this function, System can send out an
email to alert you when an alarm occurs.
Tour You need to click setup button to select tour channel.

System begins 1-wiindow or multiple-window tour display
among the channel(s) you set to record when an alarm

occurs. See
55 IP FILTER

Restricted Type [Trusted Sites |~

IP Version IPvd -
IP Address 12 01

v/ 10.33.12.114
v 172.12.1.58

Delete IP Delete All

Default
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Parameter Function

55 IP FILTER

Restricted Type |Trusted Sites |~
IP Version IPv6 ]
IP Address 1280::9202:a9111e 77

v 10.33.12.114
| 1e80::9202:a0ffe 77

Delete IP Delete All

Default Cancel

Figure 3-48.

Snapshot You need to click setup button to select snapshot channel.
See Figure 3-49.

PTZ Activation Here you can set PTZ movement when alarm occurs.
Such as go to preset X.

5.7.3.2.2 IPC External Alarm
The IPC external alarm interface is shown as in Figure 5-58.
For detailed information, please refer to chapter 5.7.3.2.1.

¥ Enanble 24 -
FPeriod
Anti-dither 5 Second(5-600)  Type| Normal Close =l
M Record Channel
Delay 10 Second (10-300)
I alarm out 2 3 4
Latch 10 Second(1-300)
W PTZ Activation
V' Tour
V¥ sSnapshat

™ cendEmail T Alarm Upload ™ Bumer

Copy ‘ ‘ Save | ‘ Refresh | | Default

Figure 5-58

5.7.3.2.3 IPC Offline Alarm
The IPC offline alarm interface is shown as in Figure 5-59.
For detailed information, please refer to chapter 5.7.3.2.1.
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Local Alarm IPC Ext Alarm IPC Offline Alarm

M Enable 248 -

M Record Channel

Delay 10 Second (10-300)
' Alarm out 20 2|4
Latih 10 Second{1-300)
NPTz activation
K Snapshot
I 5 I Send Email I alarm Upload [ Buzzer

Copy | | Save | | Refresh | | Default

Figure 5-59

5.7.3.3 Abnormality
It includes seven statuses: No disk, disk error, disk no space, net disconnection, IP conflict and
MAC conflict and power fault. See Figure 5-60 through Figure 5-66.

No Disk Disk Errar Mo Space Disconnect IP Conflict MAC Conflict Power Fault
¥ Enable
i 2] 2] |4
%@Ich 10 Second(1-200)
™ Show Message ™ gendEmail [ Alarm Upload [ Buzer
| Save ‘ | Refresh
No Disk | oiskeror | No Space | oocomnex Poonmet | waccomict | power Faur .
W Enable
W garm out 2|34
Latch 10 Second(1-300)
IV Show Message ™ sendEmail [ Alarm Upload
| Save ‘ | Refresh
No Disk I Disk Error I No Space I Disconnect I IP Conflict I WAC Conflict I Power Fault l
¥ Enable Less Than 20 %
M ajarm out 2] (3] ]
Latch 10 Second (1-300)
V' Show Message I~ send Email [ Alarm Upload [ Buzer
‘ Save | | Refresh
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Figure 5-62

o Disk B |

Mo Space I Disconnect I IP Conflict I MAC Conflict I Power Fault .
W[%nable

P i G 2] 3]s
Latch 10 Second{1-300)

I~ sShow Message I Send Email

T Buzzer
Save ‘ ‘ Refresh
Figure 5-63
Mo Disk I Disk Error I Mo Space I Disconnect I IP Conflict I WAC Conflict I Fower Fault I
¥ Enable
W ajam out 23] |4
Latch 10 Second(1-300)
r Show Message ™ Send Email I Bumer
‘ Save ‘ | Refresh

Figure 5-64
Mo Disk | piskEror | o Space | ossorne Poonti: | wacconmiier | Power Faut .
W Enable
e &iarm Gk 2| 3|4
Latch 10 Second(1-300)
™ Show Message ™ Gend Email ™ Buzer
‘ Save | | Refresh
Figure 5-65
Mo Disk I Disk Errar I Mo Space I Disconnect I IP Conflict I WAC Conflict I Power Fault I
¥ Enable
' miarm out 2.3
Latch 10 Secondi1-300)
¥ Show Message ™ Send Email ¥ Bumer
‘ Save | | Reiresh

Figure 5-66
Please refer to the following sheet for detailed information.

Parameter | Function
Event ¢ The abnormal events include: No disk, disk error, disk no space, net
Type disconnection, IP conflict, MAC conflict and power fault.
® You can set one or more items here.
¢ Less than: You can set the minimum percentage value here (For disk
not space only). The device can alarm when capacity is not sufficient.
* You need to draw a circle to enable this function.
Enable Check the box here to enable selected function.
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Parameter | Function

Show System can pop up a message to alarm you in the local host screen if

message you enabled this function.

Alarm System can upload the alarm signal to the centre (Including alarm

upload centre.

Send If you enabled this function, System can send out an email to alert you

Email when an alarm occurs.

Buzzer Check the box here to enable this function. The buzzer beeps when an
alarm occurs.

5.7.4 Storage
5.7.4.1 Schedule

In this interfaces, you can add or remove the schedule record setup. See Figure 5-67.
There are three record modes: general (auto), motion detect and alarm. There are six periods in
one day.
You can view the current time period setup from the color bar.
Green color stands for the general record/snapshot.
Yellow color stands for the motion detect record/snapshot..
Red color stands for the alarm record/snapshot.

Blue color stands for MD&alarm record/shapshot.

Channell

Thursda

1 hd | Pre-record Second {0~30)

Tuesdam
11 1 11 m
[ 11 [ [ 11
Wednesdam

1T III Illlm
11 1 11
III IIII

| Copy | | Save | | Refresh | | Default |

Figure 5-67
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Figure 5-68

W43 W W W W W W W W W W W W | ] 7| 7] ]

W ] W W = m W N w w N N = W NN ||| ]

Figure 5-69

Please refer to the following sheet for detailed information.
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Parameter

Function

Channel

¢ Please select a channel from the dropdown list.

Pre-record

¢ Please input pre-record time here. The value ranges from 0 to 30.

Redundancy

Check the box here to enable redundancy function. Please note this
function is null if there is only one HDD.

Snapshot

Check the box here to enable snapshot function.

Holiday

e Check the box here to enable holiday function.

Setup

Click the Setup button, you can set record period. See Figure 5-68.
There are six periods in one day. If you do not check the date at the
bottom of the interface, current setup is for today only.

Please click Save button and then exit.

Copy

Copy function allows you to copy one channel setup to another. After
setting in channel, click Copy button, you can go to interface Figure
5-69. You can see current channel name is grey such as channel 1.
Now you can select the channel you wan to paste such as channel
5/6/7. If you wan to save current setup of channel 1 to all channels,
you can click the first box “ALL”. Click the OK button to save current
copy setup. Click the OK button in the Encode interface, the copy
function succeeded.

5.7.4.2 Local Storage
5.7.4.2.1 Local Storage

The local interface is shown as in Figure 5-70. Here you can see HDD information. You can also
operate the read-only, read-write, redundancy (if there are more than on HDD) and format

operation.

Device Name Physical HDD Operation Status Free Space/Total Space
sda Host 6 Read-write HOD = Mormal 0GB/2793.51GB
Save ‘ ‘ Refresh ‘ ‘ Format
Figure 5-70

5.7.4.2.2 HDD Setting
Here is for you to set HDD group. See Figure 5-71.
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Local Storage I HDD Setting I

HDD
Idevisda

FTP

HDD Group

Save | ‘ Refresh

57423 FTP

Figure 5-71

The FTP interface is shown as in Figure 5-72.
The FTP function is on if you check the Enable box here.
When network is offline or malfunction, system can save record or picture to HDD.

Local Storage HDD Setting FTP

Sener [P o .0 a *

Fort 21 *

Uszer Mame

Fassward I anonymous

Remote Directory

File Length ] Tl

Image Upload Interval 2 Second

Channel 1 =

Weekday |Thursday ;I

Period 1 0o oo - 24 - 00 T alarm T mo T Regular

Period 2 0o - oo- 24 - 00 I oplarm T owp T Regular
Test ‘ ‘ Save | ‘ Refresh

Default

5.7.4.3 Manual Record

Figure 5-72

The interface is shown as in Figure 5-73.
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Record Mode I A1 2 3 4 5 B 7T 8 9 10 11 12 13 14 15 16 17 18 19 20 21 22 23 24
&« »

Schedule 6 GFGGEGGEGEGEEREEEEEREEREEREEEEEE
Manual (s ol s ol o0 ol o0 o 0N o0 o A o/ o I &0 o N &0 o I +0 o/ &0 o I ol o I o 0 o0 o
off N o s o ol sl o I o N o B o I o I o BN & B o I & I o I & B o I ¢ B o I o I 0 I & I o I o

Exdra Stream

Schedule '

]
]
]
]
]
8]
]
]
8]
]
]
]
]
]
]
]
]
A
]
]
]
8]
]
]

Manual (ol ol oY /N o o ol o ol o ol o N oI o ol o N o o ol ol N o o o o
off LI IR I CHR I CHE U CHINE OIS CHENE QI CHIE O I O CHIE O IS CHR U CHR I CHI CH O
Snapshot

Enahle (ol ol oY /N o o ol o ol o ol o N oI o ol o N o o ol ol N o o o o

Disahble

o)
o)
o)
o)
o)
o)
o)

(O C

o)
o)
o)
o)
o)
o)
o)
o)
o)
o)
o)
o)
o)
o)
o)
o)

Save | | Refresh | | Default

Figure 5-73

Please refer to the following sheet for detailed information.

Parameter | Function

Channel Here you can view channel number.
The number displayed here is the max channel amount of your
device.

Status There are three statuses: schedule, manual and stop.

Schedule System enables auto record function as you set in record schedule

setup (general, motion detect and alarm).

Manual It has the highest priority.
Enable corresponding channel to record no matter what period
applied in the record setup.

Stop Stop current channel record no matter what period applied in the
record setup.

Start all/ Check the corresponding All button, you can enable or disable all

stop all channels record.

5.7.4.4 RAID
The RAID interface is shown as in Figure 5-74. Here you can manage RAID HDD. It can display
RAID name, type, free space, total space, status and etc. You can add/delete RAID HDD here.

Raid Config

Disk members Remain/Total

Detail | | Add | | Celete | | Hotspare ‘ ‘ Refresh

Figure 5-74
5.7.4.5 Channel
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Here you can set HDD for specified channel record. Please select from the HDD group dropdown
list. See Figure 5-75.

Channel HDD Group Channel HDD Group Channel HDD Group Channel HDD Group
Channel 1 EE Channel 2 EE Channel 3 EE Channel 4 [+ = =
Channel 5 lﬁ Channel § lﬁ Channel 7 lﬁ Channel & lﬁ
Channel 9 [+ =] Channel 10 [+~ Channel 11 EE Channel 12 [+~
Channel 13 [+ =] Channal 14 [+ =] Channel 15 I Channel 16 [+ =
Channel 17 EE Channel 18 EE | Channel 19 EE Channel 20 E
Channel 21 [ -] Channel 22 EE Channel 23 [ - Channel 24 [+ -
Channel 25 EE Channel 26 EE Channel 27 [~ Channel 28 EE
Channel 29 [+ =] Channel 30 [+ =] Channel 31 [+ ] Channel 32 [+ =]
Channel 33 [+ =] Channel 34 [+~ Channel 35 R Channel 36 [+~
Channel 37 [+ =] Channel 33 [+~ Channel 39 I Channel 40 [T =
Save | | Refresh | | Copy |
Figure 5-75

5.7.5 Setting

5.7.5.1 General

The general interface includes general, date/time and holiday setup.
5.7.5.1.1General

The general interface is shown as in Figure 5-76.

%awce [} MR

Device Mo i

Language EMGLISH 'I

Yideo Standard PAL hd

HOD Full Oweritite 'I

Pack Duration 60 Minute
¥ IPC Titne Sync 24 Hours

Save ‘ | Refresh | | Default
Figure 5-76

Please refer to the following sheet for detailed information.

Parameter | Function

Device ID It is to set device name.

Device No. | Itis device channel number.

Language You can select the language from the dropdown list.
Please note the device needs to reboot to get the modification

activated.
Video This is to display video standard such as PAL.
Standard
HDD full Here is for you to select working mode when hard disk is full. There

are two options: stop recording or rewrite. If current working HDD is
overwritten or the current HDD is full while the next HDD is no

124



empty, then system stops recording, If the current HDD is full and
then next HDD is not empty, then system overwrites the previous
files.

IPC sync

Click it to sync network camera time.

5.7.5.1.2Date and time
The date and time interface is shown as in Figure 5-77

I Date&Time

General
[§ate Format | ¥y M DD =l
Time Format | 24-HOUR =l
Systern Time 2013 - 11 - 14 15 - 04 ;. ZF Sync PC
W DsT
DST Type @ Date  © week
Start Time 2000 - 01 - oo oo
End Time 2000 -0 - oo oo
Time Zane | GMT+02:00 x|
Server tirne. windows. com | Manual Update ‘
Part 123 {1~B5535)
Irterval B0 Minute(0~65535)
Save | | Fefresh | | Default ‘
Figure 5-77
Please refer to the following sheet for detailed information.

Parameter | Function

Date format | Here you can select date format from the dropdown list.

Time There are two options: 24-H and 12-H.

Format

Time zone | The time zone of the device.

System Itis to set system time. It becomes valid after you set.

time

Sync PC You can click this button to save the system time as your PC current
time.

DST Here you can set day night save time begin time and end time. You
can set according to the date format or according to the week
format.

NTP You can check the box to enable NTP function.
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NTP server | You can set the time server address.
Port It is to set the time server port.
Interval It is to set the sync periods between the device and the time server.

5.7.5.1.3Holiday Setup
Holiday setup interface is shown as in Figure 5-78.
Here you can click Add box to add a new holiday and then click Save button to save.

General I Date&Time I Holiday Setup -

M Holiday Enable

Calender

Sun

10

24

Mon Tue Wed Tha Fri Sat

11| 1z L1a) [14] [as] 118
17 13] {20 |21) |22] |z3

25 (26 |27 |28[ |29 |30

o =]

Save Fefresh

5.7.5.2 Account
Note:

Figure 5-78

® [or the character in the following user name or the user group name, system max supports

6-digits. The space in the front or at the end of the string is null. The valid string includes:

character, number, and underline.
® The user amount default setup is 20 and the group amount default setup is 8. The factory
default setup includes two levels: user and admin. You can set the corresponding group and
then set the rights for the respective user in the specified groups.
® User management adopts group/user modes. The user name and the group name shall be
unigue. One user shall be included in only one group.
5.7.5.2.1 User name
In this interface you can add/remove user and modify user name. See Figure 5-79.
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User Name Group Name
1 ELEGE] adrmin admin(888888) ‘s account £ (%]
2 BBE66E user GBBEEE USer's account & (%]
3 anrmin admin adfnin “s accournt i (%]
4 default user default account _‘ @
Figure 5-79

Add user: It is to add a name to group and set the user rights. See Figure 5-80.

There are four default users: admin/888888/666666 and hidden user “default”. Except user 6666,
other users have administrator right. The user 666666 can only have the monitor rights,.

Hidden user “default” is for system interior use only and can not be deleted. When there is no
login user, hidden user “default” automatically login. You can set some rights such as monitor for
this user so that you can view some channel view without login.

Here you can input the user name and password and then select one group for current user.
Please note the user rights shall not exceed the group right setup.

For convenient setup, please make sure the general user has the lower rights setup than the
admin.

Add User x|

User Mame
Reuseahle I %
Passward

Confirm Password

Group admin ;l
Mermo
Authority
m Playback Real-time Monitor
¥zl =
¥ Contral Panel v shutdown ¥ Record Contral ¥ File Backup
V¥ HDD Manager ¥ PTZ Contral ¥ Account ¥ Systern Info Yiew
¥ &larm 110 Config ¥ Query Log Info ¥ Clear Log ¥ Systern Update
¥ Control Device ¥ aAuto Maintain ¥ General Setup ¥ Encode Setup
¥ schedule v Meteork Setup I¥ alarm Setup v wideo Detection
¥ PTZ Setup v Display ¥ Default ¥ Data Format
¥ Config Backup ¥ Remate Device
Save | | Cancel
Figure 5-80
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Modify user

It is to modify the user property, belonging group, password and rights. See Figure 5-81.

Modify password

It is to modify the user password. You need to input the old password and then input the new
password twice to confirm the new setup. Please click the OK button to save.

Please note, the password ranges from 1-digit to 6-digit. It shall include the number only. For the
user of the account rights, he can modify the password of other users.

Modify User B
[
User Marme |6666€% Ll
User Mame BEREEE
Reuseahle v
Group Juser =l
termo IEEEEEE user's account

[ Modify Passwird

Authority

m Flayhack Real-time Maonitar

I Al =
¥ Control Panel

Save ‘ ‘ Cancel

Figure 5-81

5.7.5.2.2 Group
The group management interface can add/remove group, modify group password and etc.
The interface is shown as in Figure 5-82.

User Group
SN Group Name Memo Modify Delete
1 atrmin administrator group £ (%} -
2 user user graup 4 (%]
Add Group

Figure 5-82
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Add group: Itis to add group and set its corresponding rights. See Figure 5-83.
Please input the group name and then check the box to select the corresponding rights. It
includes: shutdown/reboot device, live view, record control, PTZ control and etc.

Add Group

Group Mame
Mermao

Authority

Playback

Feal-time Monitar

I

¥ Contral Panel
¥ HDD Manager
W Alarm 110 Config
¥ Contral Device

¥ shutdown

¥ PTZ Contral
¥ Query Log Info
IV Auta Maintain

¥ Record Contral
¥ Account

¥ Clear Log

¥ General Setup

¥ File Backup

¥ Systern Info View
W Systern Update
¥ Encode Setup

¥ Schedule ¥ Metwork Setup ¥ alarm Setup ¥ videno Detection

¥ PTZ Setup ¥ Display ¥ Default ¥ Data Format
¥ Rermote Device ¥ Config Backup
Save | | Cancel
Figure 5-83

Modify group
Click the modify group button, you can see an interface is shown as in Figure 5-84.

Here you can modify group information such as remarks and rights.

Modify Group hE [ X
Graup MNarre Juser =
Group Marme user
Werma user group
Autharity
m Flavhack Real-time Maonitor
™ an =

™ Record Control I File Backup

¥ Cantral Panel
[ HDD Manager
™ Alarm 'O Config
™ Cantrol Device

I~ Shutdown

™ PTZ Control
™ query Log Info
I Auto Maintain

[~ Account
™ Clear Log
™ General Setup

I~ Systern Info View
[~ Systern Update
[~ Encode Setup
™ widen Detection

[ Schedule [ retwork Setup [ Alarm Setup
[ PTZ Setup [ Display [ Default [~ Data Forrmat
[ Remote Device [ confiy Backup
Save | ‘ Cancel
Figure 5-84

5.7.5.3 Display
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Gul

videoOutFarmat — |HOMI1 + HDMIZ =l
Screen | Screen 1 (HOMI x| Resoltion 1280%1024 =]
Time Display r
Channel Display v
Auto Logout 10 Minutes(0-60)
Startup Wizard v
rMavigation Bar v
Save | ‘ Refrash ‘ | Default
Figure 5-85
Please refer to the following sheet for detailed information.

Parameter Function

Output format System supports HDMI1+HDMI2.

Screen No. It is to select output screen No.

Resolution There are four options: 19201080, 1280x1024(default),
1280x720, 1024x768. Please note the system needs to reboot to
activate new setup.

Transparency Here is for you to adjust transparency. The value ranges from 128
to 255.

Time Check the box here, you can view system time and channel

title/channel number on the monitor video.

title

Startup Check the box; system displays startup wizard interface when it

wizard boots up.

Navigation Check the box; system displays navigation bar when you left click

bar mouse on the preview interface.

5.7.5.4 Alarm output
Alarm output interface is shown as below. See Figure 5-86.
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Alarm Out

Alarm Type Al 1 2 3 4
Auto v v v v (¥
mManual (S S SN S &
Status rrrr
Save Fefresh
Figure 5-86
5.7.5.5 Default

The default setup interface is shown as in Figure 5-87.

Here you can select Network/Event/Storage/Setting/Remote device. Or you can check the All

box to select all items.

Default

Wl
%F Metwork W Event

W' storage W Zystem Config

Set Default

Figure 5-87

5.7.5.6 Import/Export
The interface is shown as in Figure 5-88.

Import Config File

Confiy Export %

¥ Remote Device

‘ Browse ‘ ‘ Config Import ‘

Figure 5-88

Please refer to the following sheet for detailed information.
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Parameter | Function

Import It is to import the local setup files to the system.

Export It is to export the corresponding WEB setup to your local PC.

5.7.5.7 Auto maintenance
The auto maintenance interface is shown as in Figure 5-89.

Here you can select auto reboot and auto delete old files interval from the dropdown list.

If you want to use the auto delete old files function, you need to set the file period.

Auto Maintain

Auto Reboot |Ever"5f Tuesday ;I |IIIE:IIIEI ;I

Auto Delete OId Files |Custnmized ;I 31 Days ago

Manual Reboot

Save Refresh

Figure 5-89

5.7.5.8 Upgrade
The upgrade interface is shown as in Figure 5-90.

Please select the upgrade file and then click the update button to begin update. Please note the
file name shall be as *.bin. During the upgrade process, do not unplug the power cable, network

cable, or shutdown the device.

Important
Improper upgrade program may result in device malfunction!

I

Select Firmware File | Browse. . ‘ ‘ Upgrade

Figure 5-90

5.7.5.9 Preview Control
It is to set split mode and preview channel on the preview interface. See Figure 5-91.
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Split Mode | wiew 1

L] L

Priew Channel |1

[
Bg-'e

Figure 5-91

5.8 Information

5.8.1 Version

The version interface is shown as in Figure 5-92.

Here you can view record channel, alarm input/output information, software version, release date
and etc. Please note the following information is for reference only.

ssrew verson—— [

Wersion

> Log Record Channel: 256

> Online User Alarm In: 4

> Storage Alarm Out: 4
SN: 123456789
Web: 3001
System Version: 3.203.0000.0
Build Date: 2013-11-11

Figure 5-92

5.8.2 Log
Here you can view system log. See Figure 5-93.
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I

Start Time | 2013 - 11 - 10 | 00 - 00 : 00 End Time | 2013 - 11 - 15 | 00 - 00 - 00

Types [4l1 | Matched 510 logs Record Time 2013-11-12 19:09:48 — 2013-11-14 15:17:50

1 2013-11-12 19:09:48 Shut down =

2 2013-11-12 19:.09:42 Bootup

3 2013-11-12 19:09:48 Net Disconnection

4 2013-11-12 19:09:48 Met Disconnection

5 2013-11-12 19:09:48 Met Disconnection

6 2013-11-13 09:38:48 IP Conflicted

7 2013-11-13 09:29:42 IP Conflicted

8 2013-11-13 12:43.08 IP Conflicted

9 2013-11-13 12:42.08 IP Conflicted

10 2013-11-1312:51.48 IP Conflicted -
System Log Info =

M 415P B GoTo | 1

Figure 5-93
Please refer to the following sheet for log parameter information.

Parameter | Function

Type Log types include: system operation, configuration operation, data
operation, event operation, record operation, user management, log
clear.

Start time Set the start time of the requested log.

End time Set the end time of the requested log.

Search You can select log type from the drop down list and then click search
button to view the list.
You can click the stop button to terminate current search operation.

Detailed You can select one item to view the detailed information.

information

Clear You can click this button to delete all displayed log files. Please note
system does not support clear by type.

Backup You can click this button to backup log files to current PC.

5.8.3 Online User
The online user interface is shown as in Figure 5-94.

_
No.
1 admin admin 10.33.10.17 2013-11-14 15:16:33 =
2 admin admin 172.12.2.47 2013-11-14 15:16:58
3 admin admin 17212247 2013-11-14 15:16:58
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5.8.4 HDD Info
It is to view HDD information. See Figure 5-95.

Device Name Physical Status Remain/Total Badblock Path

Figure 5-95

5.9 Playback

Click Playback button, you can see an interface is shown as in Figure 5-96.

Please set record type, record date, window display mode and channel name.

You can click the date on the right pane to select the date. The green highlighted date is system
current date and the blue highlighted date means it has record files.

Click HDD record time button, you can view record start time and end time.

WEB scrvice ““"“m

E:File List

22 23 24

Type [ A1l [ Nornal Hlam [Q2anz]@ 2hr |© Ihz | @s0mix]

Figure 5-96

Then please click File list button, you can see the corresponding files in the list. See Figure 5-97.
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14 15 16 17 21 22 23 24

Figure 5-97

Select a file you want to play and then click Play button, system can begin playback. You can
select to playback in full-screen. Please note for one channel, system can not playback and
download at the same time. You can use the playback control bar to implement various
operations such as play, pause, stop, slow play, fast play and etc.

Select the file(s) you want to download and then click download button, you can see an interface

shown as in Figure 5-98. The Download button becomes Stop button and there is a process bar
for your reference. Please go to you default file saved path to view the files.
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Figure 5-98

Load more
It is for you to search record or picture. You can select record channel, record type and record
time to download. See Figure 5-99.
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Download ]Set Download F’I No. | SizelkB] ‘ Eegin Time | End Time | Filz Type | Ch...
— 1 18346 20131018 10-11-41 2131018103650 General (Main She. 1
2 53448 2013108103955 2013108115415 General (Main Stie.. 1
Charnel Type 3 34534 201310:4812711:37 20131018 13:00:01 General [Main Stre... 1
4 43221 201310:8 130001 20131018 14:00:01 General [Main Stre... 1
|40 | |Recods -] 5 43224 201310-18 14:00:01 2013-10-18 15:00:01 Gereral [Main Stre... 1
Begin Tine g 43217 20131018 15:00:01 20131018 15:00:01 General [Main Stre... 1
7 40003 20131018 16:00:01 20131018 165529 General (Main Stie.. 1
|2m 31010 j |20 CEREE ] 35731 20131018 17:10:31 2013-10-18 18:00:01 General [Main Stre... 1
= E] 43209 201310:8 18:00:01 2013-101813:0000  General (Main Stie.. 1
End Time 10 43232 20131018 159:00:00 201 3-10-18 20:00:00 General Main Stre.. 1
- 1 43211 2013018200000 20131018 21:0000  General (Main Stie.. 1
|amzat- 6 ~| Joo0 = 12 43235 201318210000 20131018 22.00:01 General [Main Stre... 1
13 43209 201310:18 22.00.01 2013108230000 General (Main Stie.. 1
Eit Stream Type | Main Sub b 14 43235 20131018 23.00:00 2013-10-19 00:00:00 General [Main Stre... 1
15 43223 2013109000000 2013-10-19 01:00:0 General [Main Stre... 1
16 43222 201310:9 00001 20131019 020001 General [Main Ste 1
17 43220 20131013 0200 01 20131019 030001 General [Main Stie. 1
18 43209 20131013 030001 20131019 040000 General (Main She. 1
19 43223 201310:3 040000 2013-10-19 050001 General [Main Stie. 1
Downinad 20 43220 201310:9 05:00.01 2013-10-19 050001 General [Main Stre... 1
i i 21 43220 20131019 06:00:01 20131019 07:00:01 General [Main Stre... 1
ype e 22 43213 201310-19 07:00:01 2013-10-19 08:00:00 Gereral [Main Stre... 1
[Fie =] |pav =] 23 43219 2013109080000 20131019 030000  General (Main Stie.. 1
24 43232 2013109090000 2013101910:0000  General (Main Stie.. 1
5 43211 201310-19 10:00:00 2013-10-19 11:00:00 Gereral [Main Stre... 1
LR 140 PP Gow [1 Page(g)
Remote Backup - -
Device Name Type BLIS Free Space[KE] | Total Space. Directory

Backup device |

=l

Backup lype :‘v

[ftart Beckup| |

Remote backup

Figure 5-99

In Figure 5-99, there is a remote back pane at the left bottom of the pane. It allows you to backup

the record or picture to your local USB storage media via the Web remotely. Click the search

button; you can view the available storage device. See Figure 5-100. Please select file(s) from

the list and then Click Start backup button. Please refer to chapter 5.7.1.3.4 to set device

download path.

Load

Download
Search
Charmel

ALl 2

Begin Tine

2012- B-18 -

End Time
2012- B-19 -

Strean Type

Download

Type

Charmel
=

Begin Tine

2012- B-18 w

End Time
2012- B-19 -

Remote Baclup

Baclmp device

Backup type

X

|Get Dowslos | [Ho. | Size(®) | Begin Time [ End Tine [File type [c..
1 18504 2012-06-16 15.30:00  Z012-06-18 16:0000 CommonMain 5... 1
2 Ba3T 2012-06-1% 160000 2012-D~18 161040  Common Main 5 1
Type 3 12081 2012-08-15 1T 10:4F  2012-D6-15 17.30.00 CommonMain 5... 1
[t reean] | | 18454 2012-08-18 17:30:00  2012-06-18 18:00:00 CommonMain 5... 1
ALL Rscor dsfid 5 18549 2012-06-15 18:00:00  2012-0F-18 18:30:00 Common (Main § 1
5 18505 2012-08-15 15,3000  2012-D06-15 19.00.00 CommonMain 5... 1
7 18477 2012-05-16 19:00:00  2012-D6-18 19:30:00 CommonMain 5... 1
sz =l | |& 15515 2012-06-1% 1973000 2012-0~18 200000  Common Main 5 1
. g 18527 2012-08-15 20,0000  2012-D6-15 20.30.00 CommonMain 5... 1
0] 18537 2012-05-18 20:30:00  2012-D6-18 21:0000 CommonMain 5... 1
— - 11 16517 2012-06-15 210000 2012-D~18 21-30°00  Common Main 5 1
1530752 = 12 18535 2012-06-15 21:30:00  2012-06-18 22:00:00 CommonMain 5... 1
13 18527 2012-05-18 22.00:00  Z012-D6-18 22:30°00 CommonMain 5... 1
WandiStrean = 14 16635 2012-06-1% 22 30°00  2012-D~18 23:00°00  Common Main 5 1
15 18502 2012-08-15 £3.00:00  2012-D06-15 £3.30.00 CommonMain 5... 1
15 18529 2012-05-18 £3:30:00  2012-06-19 00:00:00  CommonMain 5... 1
17 15474 2012-06-13 ON°A000  2012-0~15 00-30°00  Common Main 5 1
18 15447 2012-08-13 03000 2012-06-15 01-00°00  Common Main 5 1
19 18379 2012-05-19 01:.00:00  2012-06-19 DL1:30:00  CommonMain 5... 1
o0 16395 2012-06-13 01 30°00  2012-0~15 020000  Common Main 5 1
Type il 1275 2012-08-13 02 0000 2017-0-15 020003  Common Main 5 1
22 17866 2012-05-19 02:01:00  2012-06-19 02:30:00 CommonMain 5... 1
I - 23 18499 2012-08-19 023000 2012-06-13 03:00:00 CommonMain 5... 1
7 15487 2012-08-13 03 0000 2017-0-15 03-30°00  Common Main I 1
B 18493 2012-06-19 03:30:00  2012-06-19 04:00:00 Comnon®Msin 5... L
Strean Type < 123 PP o [T Paee(B)
Wain Strea =
15:30:52
15:30:52 =]
Device ID [ 13p= BUS Left Space (BB) | Totsl Sp... | Dirsctory
ET =45 (ISE TTSE)  TTSE ISR TARET4 TEITTZE nfs
1AY - L] >

EENPEEN

Figure 5-100
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Now you can see system begins backup and the Stop backup button becomes valid. You can
click it to terminate current operation.

At the bottom of the interface, there is a process bar for your reference.

Watermark

Please select a file and then click Verify button to see the file has been tampered with or not

5.10 Alarm

Click alarm function, you can see an interface is shown as Figure 5-101.
Here you can set device alarm type and alarm sound setup (Please make sure you have enabled
audio function of corresponding alarm events.).

WEB scrvee . [ SETe=an SN SRFTN SN AR

Alarm Type

Operation
™ Prompt
Alarm Sound

™ Play Alarm Sound

Sound Path

™ Motion Detect ™ Exernal Alarm
™ video Masking ™ DiskEmor
™ video Loss ™ DiskFull

I IPC External Alarm ™ IPC Offline Alarm

No. Time Alarm Type

Alarm Channel

Figure 5-101
Please refer to the following sheet for detailed information.
Type Parameter Function
Alarm Video loss System alarms when video loss occurs.
Type Motion detection | System alarms when motion detection alarm
occurs.
Tampering System alarms when camera is viciously masking.
Disk full System alarms when disk is full.
Disk error System alarms when disk error occurs.
External alarm Alarm input device sends out alarm.
IPC external It refers to the on-off alarm from the network
alarm camera. It can trigger NVR local operation
IPC offline alarm | The NVR can generate an alarm when the NVR
and the network camera connection is offline.
Operation | Prompt Check the box here, system can automatically
pops up an alarm icon on the Alarm button in the
main interface when there is an alarm.
Alarm Play alarm System sends out alarm sound when an alarm
Sound sound occurs. You can specify as you wish.
Sound path Here you can specify alarm sound file.
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5.11 Log out

Click log out button, system goes back to log in interface. See Figure 5-102.
You need to input user name and password to login again.

WER SERVICE

Usemarme :

Figure 5-102
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Appendix H Toxic or Hazardous Materials or Elements

Toxic or Hazardous Materials or Elements
Component
AEIIE Pb Hg cd Crvi PBB PBDE
Sheet (@] (@] (@] O O o

Metal(Case)

Plastic Parts o o o . . .
(Panel)

Circuit Board o o o o o o
Fastener o o o o o o
Wire and
Cable/Ac o o o o o o
Adapter
PaCkIng (@] (@] O O O @)
Material

Accessories o o o o o o

Note

O: Indicates that the concentration of the hazardous substance in all homogeneous materials in
the parts is below the relevant threshold of the SJ/T11363-2006 standard.

X: Indicates that the concentration of the hazardous substance of at least one of all
homogeneous materials in the parts is above the relevant threshold of the SJ/T11363-2006
standard. During the environmental-friendly use period (EFUP) period, the toxic or hazardous
substance or elements contained in products will not leak or mutate so that the use of these
(substances or elements) will not result in any severe environmental pollution, any bodily injury or
damage to any assets. The consumer is not authorized to process such kind of substances or
elements, please return to the corresponding local authorities to process according to your local
government statutes.

Note:
® This manual is for reference only. Slight difference may be found in the user interface.
® All the designs and software here are subject to change without prior written notice.
® All trademarks and registered trademarks are the properties of their respective
owners.
If there is any uncertainty or controversy, please refer to the final explanation of us.

Please visit our website or contact your local retailer for more information.
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